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INTRODUCTION
Miles Seiver, Chairmen of Board

This year's Student Advisory Board decided to research a few of the countless ways technology can be applied to solve some of our nation's most pressing issues. As representatives of a generation that has grown hand in hand with Silicon Valley, we have experienced the many ways technology influences learning, social interaction, and other aspects of day-to-day life. Even in the production of this report, technology (in the form of social-networking through a Facebook group) was used to facilitate discussion outside of our regular meetings. And so, it only seemed fitting that we collectively decided to make technology the overarching theme for the Board's report. We split into subcommittees to more closely examine the relationship between technology and other significant topics–agriculture, employment, education, international relations, environmentalism, intellectual property, medicine, and internet privacy. While researching, we made a particular effort to seek the opinions and perspectives of companies headquartered in our district. Let this report illustrate the great potential of new applications of technology and the importance of the 14th Congressional District as our nation's epicenter of technological innovation.

                                                               CIVIL LIBERTIES
Shannon Galvin, Chair

Jason Willick, Arjun Bharadwaj, Alexandra Messick, Robby Galliani













Defining Internet Privacy 

Shannon Galvin
Background


Throughout history, as technology has advanced, so has the definition of privacy.  Back in 1891, Samuel D. Warren and Louis D. Brandeis wrote one of the earliest publications advocating privacy in the Harvard Law Review, defining it as “the right to be let alone.”1   In the 1970s, the Federal Trade Commission (FTC) published the Fair Information Practice Principles after an investigation into the manner in which entities collect and trade information in the digital age.  It established the five core principles of privacy protection, which are notice, consent, access, security, and enforcement.  Later legislation has expanded on such principles, including the Children’s Online Privacy Act of 1998, which gave parents control of how information was collected from their children online, and the Financial Modernization Act of 1999, which gave authority to the states and several federal agencies to enforce privacy regulations on financial institutions.2   In the end, not all personal information is created equal. For example, one’s musical preference is not of the same weight as highly sensitive information such as financial or medical records. Therefore, it is critical to define an individual’s expectation of privacy.









 As a Member of the House Committee on Energy and Commerce, Congresswoman Eshoo is actively involved in the congressional efforts to implement sound privacy laws to protect consumers.  She has cosponsored a package of legislation to address issues related to Internet privacy, including H.R. 936, the Prevention of Fraudulent Access to Phone Records Act; H.R. 948, the Social Security Number Protection Act; H.R. 958, the Data Accountability and Trust Act; and H.R. 964, the Securely Protect Yourself Against Cyber Trespass Act.  Such legislation ensures that individual privacy remains protected as the Internet continues to expand.
Problem


As new technologies rapidly advance our freedoms, they also enable unparalleled invasions of privacy.  Technology has far outpaced developments in Internet privacy law.  In recent years, advances in computer technology have enabled users to compile large lists of personal information quickly and cheaply.  Internet commerce poses the biggest threat to individual privacy; its high-speed networking and powerful database technologies have made it possible for businesses to amass a wealth of information on millions of Americans.  At the same time, the Internet is extremely vulnerable and breaches of security are common.  Privacy fears are stifling the development and expansion of the Internet as an engine of economic growth.  Almost two-thirds of non-Internet users would be more likely to use the Internet if their “personal information and communications were protected.”3   According to a recent Forrester study, online businesses lost nearly $15 billion - or 27 percent of e-commerce revenues - due to consumer privacy concerns.  The issue of Internet privacy is not only an individual concern; it is of economic concern to online businesses as well.




 With the overwhelming advent of social networking sites, Internet privacy is once again pushed to the forefront.  Recently, Google’s launch of its Twitter-esque “Buzz” program for its accounts sparked controversy when it inadvertently published lists of people who users regularly emailed or chatted with on their profiles.  However, Google is not the only company that has raised privacy concerns; social networking services are being criticized for compromising their users’ personal information.  For local social networking giant Facebook, privacy will continue to be one of its foremost issues as it grows.  The most noticeable example was the introduction of Beacon in 2007, which allowed Facebook users to share information on external websites through their profile.4  The launch was faced with harsh criticism and eventually removed, although it was introduced later on in a slightly different form.  Other recent changes to the site allowed the publication of profile information to Google search if users did not change their privacy settings otherwise. The United States still lacks any comprehensive law that spells out consumers’ privacy rights in the commercial marketplace.  Instead, a confusing patchwork of distinct standards has been established with uneven results and gaps in coverage.  Both consumers and companies deserve a clear and inclusive definition of the rights of the consumers and rules for both parties.

Solution


To address the ever-expanding and adapting world of Internet privacy, Congress needs to pass general consumer privacy legislation to codify the fundamentals of the most modern, comprehensive Fair Information Practice principles (FIPs).








 Specifically, any legislation should expand the power of the FTC to regulate infractions. Self-regulation cannot adequately protect consumers if it is not girded by legal standards or more direct oversight from the FTC.  Such legislation should include broad FTC authority as given under Section 5 of the FTC Act that will enable the Commission to act with greater flexibility and with a more reasonable timeframe than it can today under its Magnuson-Moss rule-making authority.  However, the FTC should not be the only enforcement body for privacy; state attorney generals also have an important role to play in policing consumer policy violations.  Once clear guidelines and rules are established, it is essential to ensure there is enough authority to uphold the new standards.


 A recent report
 compiled in September 2009 by over 20 consumer privacy protection groups stresses that Congress must enact clear legislation, especially regarding behavioral tracking, in order to protect the interests of Americans and maintain robust online commerce. Individuals should be protected even if the information does not link to their names, addresses, or other traditionally “personable identifiable information,” as long as they can be distinguished by their unique user profile. For example, this would include individuals engaged in activities on the web using pseudonyms.  Sensitive information should not be collected or used for behavioral tracking or targeting. Collection of behavioral data should be conducted within 24 hours and with full consent, and it should not be kept for more than three months.  Guidelines should also be established on the use of such data; it should not be used for anything other than for the advertising purposes for which it was collected.  The FTC should establish some sort of Behavioral Tracker Registry to keep track of such companies.  Lastly, the individual should be guaranteed the right to confirm whether a data controller has their personal or behavioral data, request such data, and delete it.

From the youth perspective, privacy is a huge concern. We have literally grown up with the web and have witnessed the growth in quantity of personal information and data protection online.  As the Internet is extremely dynamic and constantly changing, the Board recommends legislation to clearly define a broad set of principles outlining consumer protection for the present and future.
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Technology and Civil Liberties: Full Body Scanners
Jason Willick
Background 

The perpetual advance of technology carries with it a variety of legislative quandaries.  One of these is the question of how to apply and interpret our privacy laws, rooted in the Fourth Amendment, to new forms of technology.  The courts are answering many of these questions.  For example, in City of Ontario vs. Quon, the Court held that a government decision to read officers’ text messages sent on government phones was unconstitutional.  However, issues associated with technology and civil liberties are not solely in the judicial domain.  Technology is progressing so quickly that the courts’ interpretations of technology-related privacy cases are rapidly evolving. The legislature has a duty to make policies consistent with court rulings that reflect a respect for individual privacy as well as the safety of the public.  The issue of Transportation Security Administration (TSA) full body scanners, just one of the innumerable examples of the clash between technology and personal privacy, is discussed in this article.

Problem  

In the wake of the failed Christmas Day 2009 attack on a U.S. jetliner over Detroit, the TSA will, over the next two years, expand the use of full body scanners to 11 additional American airports.  These body scanners create revealing images of the human body.  Full body scanners use either “millimeter wave” or x-ray technology and have been available to the TSA for several years.  However, the TSA had been slow to distribute them after the failed Christmas Day attack due to privacy concerns raised by the ACLU and some members of Congress.  




Even though passengers selected for a full body scan can choose to undergo a full body pat-down by a TSA officer instead, the increased usage of full body scanners in airports has already generated considerable concern and anger.  Travelers have already filed dozens of complaints with the TSA regarding the use of full body scanners.  Laura Murphy, the Director of the Washington ACLU legislative office, released a statement that said “if the government insists on using these invasive search techniques, it is imperative that there be vigorous oversight and regulation to protect our privacy.”  Utah Representative Jason Chaffetz introduced legislation in an amendment to H.R. 2200 to ban full body scanners for primary screening at airports.  Kate Hanni, the founder of FlyersRights.org, said of full body scanners: “the price of liberty is too high…the full-body scanners may not catch the criminals and will subject the rest of us to intrusive and virtual strip searches.”
Solution  

The truth of the matter is that full body scanners’ value for assuring the safety of air travel outweighs their limited intrusiveness.  The American College of Radiology has already dismissed health concerns related to the use of full body scanners; a person passing through a full body scanner absorbs about as much harmful radiation as they would from sitting on an airplane for two minutes.  Furthermore, the TSA has taken considerable steps to ameliorate privacy concerns regarding the scanners; images captured by the machines are not stored anywhere, the officer viewing the scan is in an isolated room away from the security checkpoint and does not see the actual person being scanned, and facial features of the image are blurred before being displayed.





Full body scanners are not infallible, but they do make it more difficult for terrorists to smuggle explosives onto aircraft.  As former Homeland Security Director Michael Chertoff told the Washington Post, “You’ve got to find some way of detecting things in parts of the body that aren’t easy to get at. It’s either pat-downs or imaging, or otherwise hoping that bad guys haven’t figured it out, and I guess bad guys have figured it out.”  Full body scanners reveal metallic and nonmetallic items.  While some have challenged the argument that the full body scanners would detect certain low-density liquid explosives such as the one used in the Christmas Day bombing attempt, explosives like these would certainly not be detected in metal detectors.  It is impossible for the United States to rely on intelligence alone with respect to preventing terrorists from boarding planes; multiple layers of cautionary measures must be established to protect the American people. While no single technology can ensure that terrorists cannot board planes with weapons, evidence shows that fewer people will be willing or capable of concealment if security makes concealing explosives a more arduous task.

 A German editorial in the Die Welt newspaper effectively summarized the issue, saying “privacy finds its limits when the lives of others are at risk, and that is the case in this matter.”  I applaud Congresswoman Eshoo for voting “No” to the Chaffetz amendment to H.R. 2200, and urge her to continue her opposition to measures that would bar the TSA from using full body scanning at airports. 
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Domestic Surveillance





Arjun Bharadwaj

Background
In the early 1960s, many satellites were constructed in order to observe areas of the Soviet Union and the Warsaw Pact states that were blocked from entry by the USSR. These satellites were largely used for mapping and disaster aid purposes until late 2001, when it was stated that they could be used to observe not foreign objects of interest, but rather domestic targets. Although the measure was struck down during the rise of the Obama administration, the events surrounding it highlight a key question: can, and should, the federal or state government use technology to observe the citizens of the United States? This question is the subject of heated debate across the political spectrum.
Problem
The first question that must be asked when confronting this issue is the following: can the United States completely survey all of its citizens at all times? The answer, of course, is no. It can, however, come very close to doing so. One only has to look as far as the United Kingdom, a country considered a pioneer in domestic surveillance. In England, 4.2 million CCTV cameras operate to observe the lives of its citizens, while the United States only uses a few cameras to track traffic violations. It does not stop there. Entering any form of public transportation in the UK can allow tracking via the Oyster Card system. Over 28 different government agencies monitor the emails and Internet usage of citizens of the United Kingdom.1 The United States could very easily replicate these standards. Already, technology such as Google Earth can be used to pinpoint any place on the planet with the right coordinates or address.


Another key issue that is faced is whether or not it is legally and ethically moral to survey the citizens of a country. Again, one must turn to the United Kingdom to look at this issue. According to a YouGov poll, 79 percent of British citizens felt that their country was becoming a surveillance state; just over half of those thought that was bad. Clearly, the issue is hotly debated in the United Kingdom.  The use of wiretapping is just as heavily debated in the United States; according a Gallup/USA Today poll, 51 percent of Americans were critical of the usage of surveillance and wiretapping used during the war on terror.


Closer to home are the events surrounding the so called “terrorist surveillance program,” where the National Security Agency (NSA) was authorized by the Bush Administration to survey countless citizens’ emails and phone calls. A nonpartisan congressional advisory group was developed in order to determine the legality of the powers given to the NSA. The group discovered that although many parts of the constitution, such as Article II, give the president any necessary authority to protect the citizens of the United States, many congressional bills, such as the Foreign Intelligence Surveillance Act, override presidential claims of authority.2  As a result, this program was deemed unconstitutional in federal court.


When the issue of using satellites to survey the United States was first introduced, a nonpartisan committee was formed to discern whether they could be used to observe the country. The committee concluded that law enforcement agencies, far from being grateful, would actually be reluctant to utilize the information given, due to the fact that they are more concerned with responding to events rather than preventing them. Law enforcement agencies would also feel that evidence brought from these satellites would compromise search and seizure methods as well as trial procedures. Despite these disputes, the study group stated that the data collected would be extremely useful.


Another relevant issue with using this sort of technology relates to the Fourth Amendment. The Fourth Amendment of the United States Constitution states that “The right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures, shall not be violated.” The introduction of technology used to survey people and their lives changes this. Surveillance does not require a warrant for searches and seizures as there is no real expectation of privacy. However, many factors, such as the time and place of evidence collection, need to be considered in the searches.

Solution
No easy solution for this problem exists. It must be said, though, that America must be able to balance its civil liberties with the interests of national security. Due to the laws in the United States, however, it is impossible for the country to replicate the amount of surveillance the United Kingdom has managed to perfect. This is probably a good thing, as the amount of power that the government has needs to be limited in order for an effective democracy to be maintained.
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The Future of Voting
 Alexandra Messick      

Background
Most voting systems in United States elections rely on computers in various ways. Most electronic voting systems fall into two main categories, Optical Scan Systems and Direct Recording Electronic (DRE) systems. Optical Scan Systems have been used for decades to score standardized tests, and in 2000, 31 percent of voters voted on Optical Scan Systems in the presidential election. Since the 1990s, Direct Recording Electronic Voting Machines (DREs) have been used to record votes directly onto computer memory devices. DRES generally use touch screens and no paper ballots. In 2000, about 12 percent of voters used this technology. Some DRE systems also transmit individual ballots or vote totals to a central location for reporting results at precincts.  As of 2004, 28.9 percent of registered voters in the United States used some type of direct electronic voting machine.  The Internet may be another form of new voting technology. Currently, many corporations and organizations use Internet voting to elect officers and Board members. While there are many advantages to modern voting devices, such as reliability and voter accessibility, many new concerns have arisen in the last few years regarding E-voting.
Problem
The main concerns associated with E-voting are security, accuracy, and cost. The public has lost faith in the reliability of DREs after many state elections were disturbed due to the use of E-voting. In North Carolina, counties lost 463 ballots for the 2002 elections due to a software problem. Similarly, USA Today reported that four California counties had problems with DREs in the 2004 election, including miscounted ballots, delayed polling places, and incorrect ballots. The public is also concerned with the DRE security because the new devices do not have auditing measures. Much of the debate over DREs has focused on whether they should be required to produce a paper ballot that can be verified by the voter as a solution to potential problems. In 2006 almost half of voters used Optical Scan, and 40 percent used DREs. While technologically far simpler than DREs, Optical Scan Systems are not immune from problems, and many of the difficulties reported in 2004 and 2006 were for these systems. However, media reports sometimes do not distinguish between the two types and both types are referred to as “electronic voting systems.”







According to some experts, the error rates in modern systems are very high. Some voting technologies have a 5 percent error rate. In close races, errors can affect the outcome and necessitate a recount. However, many voting machines are ill-equipped to handle recounts because they have no paper ballots. Another problem is that bugs in software are commonplace. Computer programs regularly malfunction, sometimes in surprising and subtle ways. Another obvious con of E-voting is the cost; the GAO estimated that a cost of a DRE system for a precinct would be $3 billion, compared to the cost of an Optical Voting Dystem which would total $191 million.




 Numerous computer-security experts have concluded that U.S. systems can be hacked, and allegations of tampering in Ohio, Florida and other swing states have triggered a campaign to require all voting machines to produce paper audit trails.
Solution


Currently, many new machines have security measures in order to make E-voting more secure. Many new machines incorporate integrity measures, such as digital signatures, and digital envelopes designed to prevent loss or modification of votes. In California, the Secretary of State has become more involved in the use of E-voting in order to ensure reliability. Overall, there needs to be more research on new E-voting systems in order to prevent fraud, protect voter privacy, and resolve potential errors.
Another solution may be to end all E-Voting and resort back to more reliable, although timely and costly, paper voting.  In 2008, Congressman Holt submitted the “Emergency Assistance for Secure Elections Act of 2008” which states that the General Services Administration will reimburse states for the extra costs of providing paper ballots to citizens, and the costs needed to hire people to count them.
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Net Neutrality 
Robby Galliani
Background

Since its creation, the Internet has spawned some of the most creative technological breakthroughs in history. These new technologies have drastically changed the way matters of business, education, and politics are conducted. The company Google began as a research project between two students at Stanford University. Since its inception in 1998, the company has blossomed into a search engine that generates 300 million hits per day and that has revolutionized the way we seek and digest information. Facebook, home to 220 million online profiles from people across the world, was the brainchild of Mark Zuckerberg, a Harvard sophomore who was simply looking for a way to stay connected with students from his freshman classes. Finally, Bill Simmons, a former bartender now known simply as the Sports Guy, changed the way sports fans across the country see games and players after his blog was discovered by an ESPN executive. All of these services emerged out of relative obscurity and gained fame thanks to an open, non-discriminatory Internet that rewarded skill rather than entrenched financial interests. The Communications Act, “which regulated interstate and foreign commerce in communication by wire and radio so as to make available…a rapid, efficient, nationwide and worldwide wire and radio communication at reasonable charges” was passed in 1934 to regulate the radio, a technology that, at the time, revolutionized the way people received information. Seventy-six years later, a debate brews over whether a similar strategy should be applied to the Internet, the newest and most effusive fountain of information in history.

Problem

In the late 1990s, cable firms like Comcast and AT&T began to offer broadband Internet as apart of their communications packages. Soon thereafter, technology experts feared that the end-to-end nature of the internet, in which routing is performed on a local, decentralized basis by disinterested hubs, would be replaced. With cable firms gaining control of the routing, the door was opened for these companies to alter the course of their Internet communications to maximize their own profits. In the face of this change, anti-discriminatory laws to discourage the potential for such practices were introduced, and the term “network neutrality” was officially coined. As it has come to be known today, net neutrality “refers to the absence of restrictions or priorities placed on the type of content carried over the Internet by the carriers and ISPs that run the major backbones” (PC Magazine). Without legislation that guarantees Net Neutrality practices, broadband operators such as Comcast and AT&T could potentially charge content providers, such as the fledgling Google or Bill Simmons’ early blog, for the fastest and most reliable connections. In addition, many, including those at the Electronic Frontier Foundation (EFF), feel that a deviation from Net Neutrality is a direct threat to the First Amendment right to freedom of speech.







Although the Internet has operated under the “Net Neutrality” principle since its inception, the major carriers who now own the infrastructure have lobbied the Federal Communications Commission (FCC) to end the practice. Those on the other side, most notably content providers, the American Civil Liberties Union (ACLU), and President Obama, have voiced the need for legislation that ensures that this principle stays intact. As a result, Congress is mulling over a number of bills pertaining to this issue. Advocates of an end to a neutral Internet recently proposed the Internet Freedom Act, sponsored by Senator John McCain of Arizona, “to prohibit the Federal Communications Commission from further regulating the Internet.” On the other side of the debate, in October of 2009, the FCC voted unanimously to begin developing a set of regulatory rules that would ensure an open Internet. The Internet Freedom Preservation Act (not to be confused with the aforementioned Internet Freedom Act), a bill co-sponsored by Representative Eshoo, would make net neutrality official law.  

Solution
With a recent ruling by a Washington federal appeals court claiming that the FCC lacks the legal authority to prevent Comcast from blocking content, the time for Congress to address this issue is now. Tim Wu, a professor at Columbia Law School and the chair of the media reform group that sponsors Save the Internet, believes four points must be addressed in any legislation regarding the issue of Net Neutrality. First, he sees the need to ensure that “blocking” is prevented. “Blocking” refers to the practice of literally blocking a business’ services if those services compete with those of the Internet Service Provider.  In the same vein, Wu also acknowledges that carriers should be banned from offering preferential treatment to one application provider over another. Additionally, Wu would target termination monopoly pricing, where broadband service providers can charge termination fees to sites that wish to gain access to the user. Finally, a call for transparency is required of any piece of comprehensive legislation aimed to protect the idea of Net Neutrality. According to Wu, carriers must be coerced to tell customers and application developers the extent of their offerings when it comes to issues like bandwidth. 










Some of the claims of the broadband providers need to be addressed, and they still can be without eliminating Net Neutrality. Cumbersome videos require substantial amounts of bandwidth in order to be streamed over the Internet. In fact, YouTube streams 75 petabytes every three months, as much data as the world’s radio, cable, and broadcast televisions stream in one year. Therefore, it is unreasonable to expect that this type of activity should be streamed at the same rate that we expect to receive simpler delivery of web pages. The users should not be penalized because they are not consuming unreasonable bandwidth. Instead, video sites like YouTube and Hulu might be forced to pay a subsidy to the ISPs. This subsidy could then be used by companies like Comcast and AT&T to improve the data transmission infrastructure to accommodate the delivery of streaming video to customers, especially to underserved rural communities. Incentives for innovation and investments in future legislation have achieved nearly unanimous support on both sides of the issue, a claim that is addressed in FCC Chairman Genachowski's Third Way concept, which calls for a “light touch” to spur innovation and growth. Although lost tax revenue would be an unpopular move given the economic climate, the private sector spending would in fact outweigh the millions of dollars that the government would have to spend to establish anti-trust laws, which occurred in the 20th century when programs similar in principle to Net Neutrality were attacked. With these points as a guideline, the 14th Congressional Student Advisory Board advocates that the Telecommunications Act of 1934 be amended, as the Internet Freedom Preservation Act of 2009 stipulates, to “establish a national broadband policy, safeguard consumer rights, and spur investment and innovation.” In addition, we appreciate Rep. Eshoo’s continued support of the FCC’s efforts to find a way to ensure that broadband regulation provides for the Open Internet Architecture that has made the Internet so successful.  
Having been the first to grow up with the technology, our generation has a unique relationship with the Internet. Never in history has information been more readily available, and unlike previously, this information is not exclusive to those with access to the best-equipped schools or libraries. Regardless of where one is in the world, the same access to endless information is available, information that makes those who embrace it more knowledgeable and hopefully more compassionate people. Armed with this information, and with the benefit of growing up in the Silicon Valley in the midst of such technological innovation, it is very possible that one of us will write a blog that affects the way people see the world. In the same vein, one among us might create an Internet technology that brings people closer together, as Larry Page and Sergey Brin were able to do with Google. For the interests of both those in business and those on the receiving end of such services, and most importantly, for the sake of equality, the hope of the 14th Congressional Student Advisory Board is that the policy of Net Neutrality remains intact. 
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Solar Panel Technology
Grace Chen
Background

As our society makes continued efforts to build a more energy efficient environment, it is crucial that our public schools are tailored to such an outlook as well. A select number of schools throughout California have begun addressing this issue by installing solar panels on their campuses. Funding previously allocated for electricity expenses can instead be spent on student programs and student support groups. 










In schools around our country, electricity has continuously been the single largest annual operating expense, averaging approximately 1.5 to two million dollars. This amounts to one to three percent of a school district’s General Fund Expenses with an annual use of an approximate ten to fifteen kilowatt hours (KWH). In the years to come, PG&E electricity rates are expected to hike five to six percent per year, if not more, as they have done for the past twenty-five years.  This presumes an annual electricity expense of approximately $6.7 million in twenty-five years.


 There are significant potential benefits for California schools that implement solar panel technology on their campuses. The California Solar Incentive Program offers Go Solar California rebates which provide schools incentives at approximately 45 percent higher rates than homeowners, businesses, and other private institutions. Schools and universities receive, from the CSI program, approximately $8 million in the first five years of their solar panel use. This amount offsets 25 percent of the initial construction costs of the solar panels. 








In the Fremont Union High School District, solar panels have been built over the parking lot structure of the five schools in the district. In addition to the advantages of solar panels, they also provide shade and extend the life of asphalt. In 2007, the Fremont Union High School District initiated an “Energy Efficient” bond campaign to counteract “Power Off Days” where schools, as the biggest energy users, were required to pay a surcharge with all energy used after 2 p.m. This bond, of approximately $95 million, would provide funding for energy efficient projects such as solar panels costing around $35 million, in a way that doesn’t hurt anybody. Upon approval of 55 percent of the voters in an election, California law allows school districts to issue bonds which are secured by the levy of ad valorem taxes on property located within a district. The proceeds are not for the purpose of teacher and administrative salaries, but strictly for purposes consistent with the permissible use of proceeds from school bonds for the purpose of acquiring or constructing school facilities on its property. The bond, known as Measure B, must meet certain requirements, such as listing specific facilities projects to be funded, and specifying that annual audits are conducted. The solar panels at the schools within the district are not for profit; they are public entities. At times when school is not in session, the PG&E energy usage meter runs backwards with the surplus energy. In addition, approximately $380,000 of the money allocated for electricity expenses can be reallocated for student programs and student support groups.

Problem

However, if not implemented in the near future, the CSI program will likely rescind their high incentive rates as more and more Californian schools implement solar panels on their campuses. In addition, schools are losing valuable money towards electricity costs that can be otherwise used for student programs that largely benefit students.

Solution

As widely popular and successful solar panels have been utilized, it would be advantageous to propagate such efforts and implement exact grants for the specific use of constructing solar panels and exploring other advantageous technology. In order to promote initiation of such productive, profitable, and sustainable projects, legislation should be implemented that provides financial support in the technological arena that can offset initial costs and provide positive effects. Another idea would be to lend funding to public schools, on the basis that the lent money will be returned, within a settled and agreed number of years, at a time when initial costs are offset by savings made from the solar panel technology. As funding for programs beyond general education is on the decline, public schools can really use extra funding for additional student advocacy programs. Not only can schools benefit fiscally with reduced electricity spending, money previously allotted for electricity can be redirected towards student programs, such as programs geared at bringing technological equality, in all public schools.
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Technology Integration into the Classroom

Nadav Gavrielov

Background


New types of technology are constantly being developed for different industries. While this new technology is being picked up by more businesses and companies, one of the most important aspects of society is being left behind: our schools. Using new and innovative technology in schools is essential for making sure information and resources are always up to date while still maintaining students’ interest in the material. The National Center for Research in Advanced Information and Digital Technologies was authorized by Congress in 2008. Congress has allocated $50 million to the Center, which could start handing out grants by the fall.
E-readers
Devices such as the Amazon Kindle, the Sony Reader, and the Apple iPad have the capacity to replace hundreds of textbooks and books. While most textbooks weigh roughly six pounds, the Kindle weighs only 10.3 ounces. The iPad, which is a touch-screen computer that has Internet, music, and other applications, still weighs only 1.5 pounds.








 Instead of having to wait for a library book that is checked out, students could simply download copies of the book off of the Internet straight onto their portable devices. Teachers would be able to offer a wider selection of books for students to read in class thanks to the large number of titles offered on these e-readers. Using this technology, students would have the option of annotating their books because the annotations could be instantly cleared before other students use the device. More sources from the web, such as images and articles, could be used in the classroom without making hundreds of photocopies. Not only would these sources be easier to analyze; they could also be supplemented with videos and other more engaging sources. These e-readers have a much longer life span than textbooks, which are usually worn out after a few years. E-readers would be used more effectively than textbooks, as students would be able to search for specific information more quickly.

Interactive whiteboards


Although several schools in the Bay Area already have incorporated interactive whiteboards into their classrooms, many schools are still using old-fashioned whiteboards and blackboards. Interactive whiteboards offer teachers many possibilities for improving their lessons because they let teachers use images, videos, and articles from the web, while being able to engage students more effectively in lessons.











 If teachers were to write notes on an interactive whiteboard, students would have the opportunity to access the notes online at a later time in case of an absence or for reviewing. Teachers could also refer to these notes for future lessons. Teachers could update their curriculum quickly by accessing their notes within seconds by going onto their computers where all of the notes would be stored. The advanced technology behind interactive whiteboards allows items to be moved and rearranged on the screen. This interactive learning would be more engaging and interesting for students.

Problem


Every school day, students still carry around several textbooks, in addition to notebooks, supplies, and other books, which results in loads so heavy that they are detrimental to students’ health. The Palo Alto Unified School District spent $569,056.38 on textbooks during the 2008-2009 school year. This annual sum could initially be used to buy e-readers for schools. After several years, since e-readers do not need to be repurchased, the money could be used for other important causes within our schools.












 Students need access to e-readers so they can carry a much lighter load while also carrying more information. The problem with mass purchasing of devices such as the Kindle and the iPad is their expensive price tags. A checking-out process would ensure that students would not be inclined to vandalize or damage the devices in order to not receive a large bill. 




As we enter the second decade of the twenty-first century, many schools are still using whiteboards and even blackboards for lessons. Whiteboards and blackboards require constant maintenance, which includes buying more pens and chalk as well as cleaning the boards. While each purchase may seem cheap, the costs eventually add up. 






Most interactive whiteboards cost around $2,000 dollars, but they come with pens that do not have to be replaced. Schools would be able to cut out chalk and white board markers from their budgets and could direct these funds to purchasing e-readers and interactive whiteboards. Additionally, paper would be saved because notes could be uploaded to the internet for future access. The conservation of resources continues to be vital for schools with tight budgets, and the introduction of these devices to all schools would help spare the schools from unnecessary costs.

Solution

The National Center for Research in Advanced Information and Digital Technologies is a perfect medium for Congress to use to continue putting resources into improving technology in our schools. Congress should work with the National Center for Research in Advanced Information and Digital Technologies to establish two main goals. One of these goals should be to continue to develop innovative new technology for use in classrooms. The other goal should be to purchase large amounts of existing technology for classrooms, such as e-readers and interactive whiteboards. The addition of e-readers and interactive whiteboards would make education in our schools more efficient and engaging for students.
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On Equal Technology in Schools 
Mark Levin

Background

Growing up in one of the most technologically innovative regions of the world, the Student Advisory Board has experienced, first hand, the best and the worst results of an increased amount of technology in our schools.  With the influx of technology into our school systems comes broad horizons: innovation, efficiency, and connections to new information. But with these benefits also comes new problems we have and will continue to face as we proceed to bring technology into public schools. 

Problem


According to Los Altos High School English Department Coordinator Keren Robertson, one of the most significant dilemmas surrounding the acquisition of new technology lies within a pursuit of equality. Districts and schools struggle to ensure that students have equitable access to the technology offered. For example, while the Mountain View-Los Altos School District may have enough money to buy laptops for their English students, a high school in a more disadvantaged area such as East Palo Alto do not. Unless this inequity is removed, the opportunity gap between students will only increase as some schools have access to quality academic resources that others do not.


Another inequity that comes with the influx of technology lies within the home. There is an inevitable economic inequity that may debilitate some students from doing their schoolwork at home. For example, many students at Los Altos High School do not have access to computers to do their homework. Assignments from essays to online research all require computer assistance, and many students would be able to seek help on their homework using the Internet. However, this need prevents students from getting their work done solely because of their families’ economic status.

Solution


Clearly, in a nation that strives for equality, we cannot have unequal educational opportunities. Something must be done to make the technology offered to students of each public school equal. 


Legislation must be made that checks the amount of money being put towards technology for each school to be sure that they are equal. Technology bought must be sifted into categories by school subject and how many students will actually be using the technology in order to measure how much each acquisition directly affects the students. This must be equalized throughout schools in order to provide the most equal learning opportunity to students.


In order to help solve the problem at the home, Congresswoman Eshoo should endorse programs that help close this technological gap. Two Los Altos High School juniors, Jack Montgomery and Tyler Stout, founded one such program. The nonprofit organization is called “Silicon for Society.” The mission of this organization is “to ensure that no student is prevented from achieving his or her full academic potential because of an inability to purchase a computer” (Stout).


Silicon for Society seeks used, donated Windows computers, refurbishes them, and gifts them to underprivileged children between the ages of twelve and sixteen who “want to succeed in school but don’t have the resources to do so.” Then, through an after school training program, recipients receive tutorials from tech-savvy teenagers on how to operate the computers and use them to improve their studies. 


In order to help promote programs like Silicon for Society, legislation should be made to provide tax-deductions to large computer companies that donate computers to non-profit organizations. If school districts seek extra funds to support such programs, funds saved on electricity by the implementation of solar panels may be used for such.
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Geoengineering 

Max Lipscomb
Background

Since the problem of climate change gained prevalence in the mid 1920's, scientists have been exploring new methods of resolving and counteracting the problems caused by greenhouse gas emissions. The most widely researched and advocated methods have been emission reduction through the use of fewer or alternative energy sources.1 Some scientists, notably the British Institution of Mechanical Engineers and individuals from the Intellectual Venture Corporation have been investigating the potential of solutions within the field of geoengineering. These methods can be broken up into two main areas: solar radiation management and carbon sequestration.3,5 Unfortunately, most of the geoengineering techniques proposed for consideration by the scientific community have substantial side effects.4
Problem

As with all of the sections of this subtopic, the problem geoengineering revolves around is the current raise in global temperatures and alteration of the climate. Of the reasons critics have brought up to discourage reliance on geoengineering, some of the most reasonable are its lack of real world testing, potential side effects and removal of attention from emission reductions.2 



None of the options advocated in the solution section below have been implemented in practice as of March 2010 and are primarily based on computer models and naturally occurring phenomena.1 Furthermore, concerns over negative side effects have been raised by many in the intellectual community. For example some have claimed the use of sulfur dioxide atomizers, which will be mentioned more later, will reduce the amount of global rainfall along with temperatures.3 Regardless of the actual ramifications of these projects, it is unequivocal that more research by Congressional committees and Nongovernmental organizations will be needed in order to proceed on this issue. 

Solution

Some of the specific inventions which should be considered for implementation are Sulfur Dioxide atomizers, nuclear waste regenerators and plankton nutrition. Within the category of solar radiation management, Sulfur Dioxide atomizers can be implemented to release particles into the stratosphere which strengthen the earth’s albedo, or reflective property.1 These particles have previously been emitted from volcanoes such as Mount Pinatubo which erupted in the Philippines and have been shown to have global net cooling effects (for more information on the effects of Mount Pinatubo, see graph below). It is possible to run such an atomizer system for relatively little capital and upkeep cost. Intellectual Ventures has estimated the cost of a plan involving this system could be applied within two years at an initial cost of twenty million USD and a subsequent annual operating cost of ten million USD.5 
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The above graph depicts the temperature drop resultant from Sulfur Dioxide expelled by Mount Pinatubo after its eruption in June of 1990.6

Finally, putting growth hormones and additional nutrition into plankton rich areas of oceans can increase the rate at which they intake carbon dioxide. This has the potential to organically reduce the CO2 that is already present in the atmosphere as opposed to what we are emitting.  Furthermore, it will not have the negative effects of algae blooms in destroying local ecosystems by blocking light access to deeper parts of the ocean. 









It should be noted, however, that these are by no means permanent solutions to the Climate Change problem. They fail to target problems such as ocean acidification and atmospheric carbon, which are irreversible without a significant reduction in carbon emissions.7 That said, if more testing is carried out and side effects are overcome then they will provide much needed time for world governments and private corporations to switch to alternative forms of energy and have a chance at cutting emissions.









Congressional Environmental Committees should begin subsidizing research into geoengineering options as soon as possible. In a worst-case scenario, these options will deliver lowered temperatures with some negative effects should climate change spiral out of control. As such, more attention must be directed toward them as they have significant potential for climate change reduction. 
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Ethanol - The Alternate Path to a Renewable Energy Source 

Ambika Bist
Background
Due to the world’s increasing population and industrialization, one of our most pressing problems is energy shortage. However, researchers, companies and legislators are working towards making alternative forms of fuels available to substitute gasoline.  Key progress has been made in areas such as generating energy from hydrogen cells, solar power, wind power and ethanol. Ethanol production has been in the news because it is currently the primary alternate fuel available in the country.  

Problem
The supporters of ethanol emphasize the environmental advantages and its ability to increase America’s energy independence. 









More than 60 percent of the oil used in the USA is imported. The USA has just 3 percent of the world’s known oil reserves, yet we currently consume about 25 percent of the world's annual oil production.1  In order to end our country's addiction to oil and combat global warming, we must focus on real solutions like increasing the energy efficiency of our homes, increasing vehicle fuel efficiency and increasing our sources of clean, renewable energy. Researchers’ data show that use of ethanol results in less pollution and reduction in smog forming emission by as much as 50 percent. Researchers at the University of California, Berkeley said, "Using ethanol made from corn instead of gasoline would lead to a moderate 13 percent reduction in greenhouse emissions.” However, the researchers note that more dramatic reductions are possible if technology permits. Using cellulosic ethanol, while currently not economical, could result in 88 percent less greenhouse gas emissions."2 


Still, some experts contend that ethanol is more expensive than gasoline. What’s more, ethanol contains less energy per gallon than gasoline. Some say the amount of emission from ethanol production is far more than the emission saved by the use of this alternative fuel. Finally, ethanol is not available nationwide.

Solution
Ethanol is inexpensive to produce and can greatly benefit the farmers and boost rural economies. Since ethanol will be grown domestically, its use will address our current foreign energy dependency.












There are countries all over the world moving towards generating energy through alternate means. Brazil has the largest and most successful bio-fuel programs in the world, involving production of ethanol fuel from sugar cane. The industry was stimulated by several reasons: low-interest loans for the construction of ethanol distilleries, guaranteed purchase of ethanol by the state-owned oil company at a reasonable price, retail pricing of neat ethanol so it is competitive if not slightly favorable to the gasoline-ethanol blend, tax incentives provided during the 1980s to stimulate the purchase of neat ethanol vehicles.4  Consumption of ethanol is the largest in Europe, which produces 90 percent of its consumption. Since the US production of ethanol from corn is controversial because of objections to ‘land use change effects’ and the carbon footprint.  Rep Anna Eshoo should encourage switch of research and funding to cellulosic ethanol production and to increase crop efficiency by supporting biotechnological research. This new approach may alleviate land use issues and can be produced from any plant. President Obama has also signed a Presidential Directive to advance biofuel research and commercialization. Representative Eshoo should also support policy ideas, like Brazil which provides interest free loans, tax exemption, guaranteed sales to increase investments increasing production from cellulosic ethanol should be another key priority.
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The Smart Grid 

Julia Sommer
Background 


In modern homes, we can simply press a button or flip a switch to take advantage of the endless supply of convenient appliances that take from the seemingly endless supply of energy; the energy used in homes and communities seems to be an abstract service and does not have tangible limits. While this energy has become a necessary convenience in a consumer-based society, this mindset is what leads Americans to consistently waste energy despite its cost and its harmful effects on climate change. A recent technological innovation, the Smart Grid, has the potential to reconnect the consumer with the effects of their individual energy use not only on their monthly bill, but also on the environment, with one ultimate goal of reducing energy consumption in American homes and businesses. The Smart Grid technology will allow consumers to see how much electricity they use, when they use it, and which devices use the most energy, eventually encouraging them to manage their energy use more proactively to save money and reduce their carbon emissions
.

Problem

The complex development of the Smart Grid creates a more efficient system for energy consumers as a collective community. However, it does not as effectively target individual consumers to take the initiative to reduce their own energy use, which it has the potential to do. The Smart Grid will allow energy consumers to access information regarding the amount of energy they use and the cost of this energy
. They will even have greater access to control their energy usage. However, without a focused educational component, the majority of these citizens will not understand the significance of their energy consumption individually, nationally, and globally.

Solution

In the development of this revolutionary electricity system, the federal government should initiate an energy-conservation campaign with funds from the Department of Energy’s stimulus money to accompany the production of the Smart Grid. Suggestions for reducing personal energy use will encourage consumers to take advantage of the information from the Smart Grid to alter their behavior at home. Because energy is an abstract product, consumers cannot be expected to save energy for its own sake. Instead, an education campaign should inform and remind
 individuals that reducing energy use lowers their own energy bill as well as reduces the United States’ effect on global climate change. As we find ourselves deeper in the global crisis of climate change, it is essential that the United States keep up with other competing nations in the protection of the planet, a project in which individual consumers share an important role. In failing to support the proposals at the United Nations Climate Change Conference in Copenhagen in December 2009, the United States fell further behind in the world effort to reduce carbon emissions globally. To catch up with these advancing nations, the United States must make an effort to reach individual energy consumers. 





As we see in the San Francisco Bay Area, motivated groups of citizens will make the necessary changes in their lifestyles to decrease their carbon emissions and reduce their effect on global climate change. For example, I have worked with a group of young peers and a mentor from Stanford to develop a curriculum, “Behavior Change or Climate Change” curriculum, which has rendered positive results. Teaching the importance of conserving energy for the community and the individual, this project targets high school students of the upcoming generation; it successfully increased the pilot class’s knowledge about climate change by 20 percent and the students reported an increase in energy conservation by 10 percent. A similar curriculum funded by the department of energy paired with the emergence of Smart Grid technology will provide a conservationist attitude toward energy in the next generation of energy consumers.









If supported with the right education component, the Smart Grid will become a key component in the readjustment of the behavior of American consumers regarding energy consumption. 

Wind Energy 
Austen Blease

Background: 

The current concern on global warming and greenhouse gas emissions has put the spotlight on finding alternative energy sources. Among the alternative energy sources that have been recently used include, solar power, hydro power, and wind power. Among these alternative energy sources, wind power is the most easily accessible and on of the most reliable sources of energy. Currently, wind power only provides the United States with 1 percent of its power. However, the wind power industry is the faster growing of all the alternative energy sources. “In 2007, over 5,000 megawatts of new wind generating capacity were installed in the United States…”. Furthermore, wind power is now considered “mainstream” in many parts of the country.  Along with all of the other alternative energy sources out there, wind technology has improved drastically over the past two decades. “Wind turbines now are typically 100 times more powerful than early versions and employ sophisticated materials, electronics and aerodynamics”.
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Problem: 

One of the major problems with our current wind power technology is transporting the electricity generated to where it is needed. Currently, getting the electricity to where it is needs is time consuming and can be expensive. “…wind power is especially handicapped because wind resources are often far from demand centers and do not usually use the full capacity of the transmission line due to the variable output” (). The U.S. Department of Energy (DOE) states that in order to reach the goal of 20 percent wind powered electricity by 2030, the construction of over 12,000 miles of new transmission lines will need to be built at a cost of up to $20 billion. 




The transmission constraint is considered the biggest challenge facing the wind industry. “The electricity grid in the United States is aging and overloaded in some regions, and new investment is required to ensure reliable, efficient transmission of electricity”. Most of the nation’s most accessible wind sources are located in remote and lightly populated areas with little transmission capacity. In areas with little or no existing transmission lines, it is very expensive to build new transmission lines. This is the most fundamental constraint facing the wind industry. Also, “Transmission scheduling difficulties for wind power can result because the original rules for access to transmission capacity were not designed with intermittent sources, like wind, in mind”. The rules are now being rewritten so that scheduling can be less difficult. Another scheduling barrier is known as rate pancaking which is “…using the transmission facilities of multiple operators and incurring access charges from each”. Lastly, there are long waiting lists for “…approval to interconnect their new facilities with the grid”. 

Solution: 

The solutions to these problems include constructing more transmission lines to transport the electricity generated by the wind turbines. New rules and regulations need to be put into effect that lowers the cost of transmitting wind powered electricity and gets the power grid up to date. It needs to be easier and cheaper to transmit electricity. Also, the transmission lines should be more efficient in transmitting electricity to where it needs to go. The government needs to be willing to fund many new projects for these new transmission lines to be built. 
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The Toyota Crisis 

Adam Tong
Background

Toyota is one of the most successful companies in the world and is the top automobile manufacturer in the world by sales. Since its founding in 1937, Toyota has branched into 522 separate subsidiaries and employed 320,000 workers at its peak. It has released groundbreaking new automobile models such as the Prius, which was the first mass-produced hybrid automobile in the world and has sparked a hybrid revolution within the automobile market. Recent quality control problems regarding defective floor-mats, gas pedals, and brakes, however, have caused over thirty consumer deaths and the largest automobile recalls in history These recalls have affected over 8.5 million Toyota automobiles, costing the automaker two billion USD. Toyota’s sales have dropped 15.8 percent since the recall and the automaker now faces serious financial issues as well as a congressional investigation. Although Silicon Valley is not home to any of the major automakers, manufacturer quality and consumer trust is a major factor in the electronics market. Despite its recent production recalls, Toyota still holds a favorable opinion in 59 percent of the American public, which is still a high percentage considering their recent quality control problems.
Problem 

American citizens have been burdened with low-quality cars for much of the last few years, starting with the collapse of the Detroit automakers DaimlerChrysler, General Motors, and Ford Motor Company. The problem extends from Toyota’s recent failures into the automobile industry as a whole; the US Government’s recent multibillion dollar bailout plan only accentuates the problem. Toyota, previously the automaker with the best quality-control reputation, now joins the rest of the competition with a litany of quality issues. As shown by American automakers’ slow rise back from negative public perception and Toyota’s still-positive public perception, reputations are built but also fade slowly. Manufacturer arrogance based upon sales and reputation caused a gigantic recall of potentially fatal products that consumers use daily, and only tougher regulations and higher standards can help. A California lawsuit claims that Toyota hid its manufacturing issues and therefore engaged in fraud; the suit contends that Toyota knew of the issues and purposefully did not report them. The government also places a huge amount of trust and responsibility in large manufacturers and should have issued more rigorous quality control inspections. Consumer trust spreads to other areas of the market, and every consumer trust in newer, green technology depends upon quality. The Prius has gained wide respectability, and Toyota’s recent struggles have put a dent in its armor regarding forward momentum with hybrid vehicles. 
Solution

Congress has recently launched a criminal investigation into Toyota’s recent recalls and the automaker could face charges due to withheld evidence of safety defects in over 300 accidents. However, quality control issues with car manufacturers are all too common nowadays and regulations must be raised in order to help the sagging automobile industry. Overproduction of low-quality consumer goods has doomed DaimlerChrysler and greatly affected both General Motors and Ford. In order to restore the automobile industry, greater care has to be taken with manufacturing quality. This starts with higher industry standards and greater government regulation. The government should initiate random inspections of each model of automobile by each manufacturer and check all major systems. Furthermore, increasingly strict sanctions need to be enforced, especially on automakers with extensive negative track records. Although this seems cost inefficient and expensive, over 42,000 people are killed in automobile accidents yearly, and some can be attributed to inferior manufacturing. As shown by Toyota’s cover-up of their previous safety defects, government regulation needs to be increased in the future in order to preserve consumer safety and confidence in the automobile market. The computer market has become notoriously unreliable and consumers are increasingly wary when purchasing computers; this cannot spread to the automobile market and higher standards need to be set. 
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Nuclear Power 

Stephanie Fong
Background


Spurred by the growing pressures of the global society on the environment, nuclear technology has continually evolved, emerging as a feasible alternative to carbon-based energy sources. Nuclear power can be produced from the fission of uranium, plutonium, and thorium, or the fusion of hydrogen into helium; today, uranium fission is the most common process.
 The emergence of nuclear technology as an alternative energy source is certainly environmentally appealing. For example, if American power were to be generated solely by nuclear fission, the annual waste produced per capita would weigh slightly more than a golf ball.
 Additionally, a primary advantage of nuclear power is its near-zero emissions rate, as nuclear fission produces an insignificant amount of greenhouse gas emissions.
 More specifically, focusing on uranium fission, the price of uranium comprises a small percentage of the total generating costs of nuclear power, eliminating vulnerability to price fluctuations. Uranium is also relatively abundant, with a measure of 2.7 parts-per million in the Earth’s crust, ensuring the longevity of the technology.
 Nuclear power, due to its efficiency and sustainability, has thus emerged as a leading potential solution to global energy problems. 
Problem

A primary advantage of nuclear technology is the low level of waste produced. Of that small amount of waste, much with low levels of radioactivity can be quickly and safely treated and discharged to the environment.
 Fortunately, waste with high levels of radioactivity become less radioactive over time, and high levels will generally subside to safe levels within a few decades of generation.
 Radioactive waste produced will decay with limited risks, given adequately large and safe storage units.
However, uranium fission does present a controversial issue that needs to be addressed, all benefits aside. The main problem arises with regard to the storage of radioactive waste. Though it is true that within the last few decades, radioactive waste has been safely managed and disposed of, nuclear power has produced only a fraction of the United States’ energy (about 17 percent in 2007).
 If uranium fission is to produce a majority of the nation’s energy, the amount of waste will increase proportionally, and the safe disposal of radioactive waste will pose a major problem. As early as 1987, Congress addressed this future issue, designating Nevada’s Yucca Mountain as a permanent repository for nuclear waste.
 Recently, however, President Obama and Vice President Biden have opposed the project, declaring that Yucca Mountain is not a suitable site. The administration also cites concern about the safe transport of waste from the power plants to the repository. However, if the Yucca Mountain project is not approved, there is currently no other candidate site.

Solution


President Obama’s administration does have the ability to cut or eliminate funding for the Yucca Mountain repository. However, this ability depends largely on the administration’s influence with Congress. The halting of the project could potentially force nuclear power plants to store waste for especially prolonged periods of time, which may increase pressures on land use and financial resources. Additionally, regardless of future innovations in reprocessing and recycling of nuclear fuel, the need for a new repository will never be eliminated – some nuclear waste requires storage for hundreds of years.
 This waste may be a potential burden to future generations, and the problem should be resolved now. The stopping of the Yucca Mountain project will heavily delay this process, especially since there are no other candidate sites. The Yucca Mountain legislation is approaching the end of a 20-year approval process, and its veto would lead to the beginning of yet another lengthy process.












 With regard to humanitarian concerns, the lack of a permanent repository also poses a potential threat to the quality of life for those living around power plants. With no repository, power plants will be forced to store nuclear waste at their own sites, increasing the risk of a negative impact on public health.
 Under the principles established by the United Nations in the Rio Declaration on Environment and Development, human individuals “are at the center of concerns for sustainable development,” and should thus be the primary consideration.









Thus, the Board proposes that Congress should fully support the Yucca Mountain project, in order to address the growing necessity for storage of nuclear waste – especially as reliance on nuclear power rapidly increases. In the event that the Yucca Mountain project is vetoed, Congress should redouble efforts to find a new site for a repository. Previously, sites in Washington and Texas have been suggested, but have met strong opposition from local, state, and regional organizations.
 Examining potential sites in isolated areas far from urban centers and commercial interests (and thus, lowering risks of health hazards) would perhaps be a way to avoid the obstacles of humanitarian and safety concerns, which have greatly slowed the progress of the Yucca Mountain legislation. If a new site is to be established, the approval process must be designed to avoid the roadblocks of controversy and opposition. An adequate storage site must be established as soon as possible if nuclear power is to develop into a major power source for the United States.
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EMPLOYMENT

Christopher Tran, Chair

Addressing Employment: Helping and Supporting Small Businesses 
Christopher Tran

Background
Employment is key to our nation’s wellbeing; in the current economic downturn, the drop in employment has greatly affected our families and communities. With our country’s unemployment rate standing at 9.9 percent (April 2010), the Bay Area’s unemployment at 11.0 percent (San Francisco Oakland Fremont, March 2010) and 12.3 percent (San Jose Sunnyvale Santa Clara, March 2010), and our economy starting to rebound, the 14th Congressional District’s constituents and the population of our nation are depending on our nation’s leadership to create and save our existing jobs. 

In the past downturns, the number of months before sustained job growth occurred has varied around four months. For the last two recessions, however, it took 12 months (1990-1991 recession) and 22 months (2001 recession) to generate sustained job growth. Stimulating job growth quickly would speed the process towards recovery.

Problem
As our economy rebounds, we need to take action to ensure that our nation’s jobs start returning. Since job growth does not necessarily follow immediately after our economy turns around, we should take more drastic, innovative actions to spur job growth. Congresswoman Eshoo has already put in substantial effort towards boosting our country’s employment, helping craft and voting for legislation to fuel economic growth and support our nation’s workers. The “Jobs for Main Street Act of 2009” plants a good start by creating and saving jobs, investing in key sectors such as infrastructure, public service, small business, job training and affordable housing. 

Also important is Congresswoman Eshoo’s support for small businesses, voting for the “Small Business Financing and Investment Act” and the “Small Business and Infrastructure Jobs Tax Act”. The presence of small businesses in our daily lives and their assistance in supporting employment is enormous. Continuing to targeting the small business sector would reach out to our communities and would reduce our unemployment.
Solution
As a member of the House Energy and Commerce Committee, Congresswoman Eshoo has the power and knowledge to utilize our nation’s resources to help our small businesses. The Bay Area is a hub of technological innovation and development; the board suggests the government use technology to support our small businesses. Small businesses do not always have the financing to upgrade its technology and systems; by subsidizing or incentivizing the upgrade to the latest technology, small business owners will be able to streamline their operations, increase efficiency and cut down costs to prevent the elimination of current employees. Adopting computers to power inventory management systems, restaurant ordering and communication systems, making more efficient tools more affordable, and installing newer, more efficient lighting systems are all ways that technology can reduce a business’s operational costs.

The board suggests that the government use the recent bills supporting small businesses to support the adoption of technology. Some of the estimated $44 billion set aside for investment and lending for small businesses in the “Small Business Financing and Investment Act” should be proportioned specifically to subsidize the adoption of technology. This would allow the Small Business Administration (SBA) to expand its microloan program for small businesses interested in adopting new technologies; smaller denomination microloans with reduced interest rates can be offered, incentivizing the adoption of modern technology. The SBA should also require the presentation of a business plan a mandatory part of the loan application; this would reduce likelihood for failures while presenting the opportunity for the SBA’s intermediaries to offer advice and assistance. Offering these loans would give a much needed boost to our small businesses; smaller and easier to obtain, microloans pose a smaller risk to our government and allow small businesses to obtain equipment previously out-of-reach. 

By funding the development and subsidizing the latest technology for small business, we will be able to lower their operational costs, enabling small businesses to keep their employees in tough economic times.
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INTERNATIONAL RELATIONS
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Will Mease, Ginny Maceda, Eliza Thompson, Anish Johri

Technology for Port and Border Control 

Tara Jotwani
Background 

An extremely large number of people and goods travel across the United States border daily.  On an average day, 1.4 million people and over 70,000 cargo containers are processed across 7,000 miles of land border, numerous seaports, and international airports.
  Ever since the terrorist attacks of September 11, 2001, port and border control has become a topic of great importance in the United States.  While we must prevent dangerous items from entering our country, closing off our borders completely is not a viable solution to this complicated problem—our economy depends on the goods and services that flow in and out of our country, as well as international travel.


Exports are important to our economy because manufacturing is a major source of jobs for Americans.  Also, through exports, we participate in the growth of Asia’s emerging markets.  Conversely, imports are necessary in order to obtain the best products at the cheapest prices.  Nevertheless, unless we enact appropriate security measures, ports throughout America including the 34 in California have the potential to be serious security threats. 






In addition, our nation as a whole, and Silicon Valley in particular, depends heavily on global travelers.  Some of these travelers are immigrants, both legal and illegal.  We rely on immigrants to fill many scientific positions and invent technologies, the core of our innovation engine.  While we must allow people to travel internationally, we cannot allow terrorists and other harmful people to come into the United States. 

Problem 

We need to allow a high volume of goods and people to flow in and out of our country freely while:

· Ensuring our safety by preventing dangerous items and people from entering.

· Creating an efficient system to process the movement of goods and people.    

Solution 

While technically we can open every box and search every person entering the United States, this system would take too much time; we would not be able to efficiently handle the large number of goods and people trying to enter our country. Technology is essential to creating an efficient system of regulation.  Although the United States already uses technology in the form of advanced data and biometric travel documents for border protection, it can be updated in order to increase security. The use of technology is going to increase—“the 21st century promises to provide enormous leaps in technology that can be applied to border enforcement. The modernization of the Patrol advances at a dizzying rate as new generations of agents develop innovative ways to integrate the contemporary technology into field operations.”
  









The United States has made excellent progress in screening goods entering America since September 11.  Because of the passage of H.R.1, the Implementing the 9/11 Commission Recommendations Act of 2007, of which Congresswoman Eshoo was an original cosponsor, seaport screening is now required.
  Approximately “86 percent of all maritime containerized cargo imported into the U.S. is subject to prescreening prior to importation.” 
  Despite similar efforts, Israel has recently found that Iran has been shipping terrorist weapons into their country through civilian ports.
  Similar events are surely happening in the United States but unfortunately, they will not be heard of until damage has already occurred.  Therefore, the Board recommends a review of how effective the screening system actually is.  We should strive for 100 percent of all goods to be prescreened before entering the country.  This issue is especially pertinent to the Bay Area because the Port of Oakland is the second largest port in California—prescreening is necessary to ensure the safety of the people in our area.  In order to persuade importers to prescreen their goods properly, the government should impose a tariff on importers who do not meet a set standard.  The money earned from this tariff should be used to fund tax credits to innovators as an incentive to invent reliable and efficient screening technology. 












A necessary part of ensuring that the wrong people are unable to stay in our country is controlling illegal immigration.  In January 2008, there were an estimated 11.6 million illegal residents in the country.
 California is estimated to have over 2 million illegal immigrants, the highest number of any state in the United States.  Providing basic services such as healthcare and education for this large number of people costs taxpayers an estimated 9 billion dollars annually.  While it is clear that immigration is necessary and beneficial, the United States must create a policy that can be implemented and enforced efficiently.  The United States has made key advances in controlling who crosses the border.  However, because we have a 1,933 mile border with Mexico, and a 5,525 mile border with Canada, the crossing of all people will never be controlled completely.
  Therefore, we need to ensure that everybody in the United States is in fact legal within the framework of whatever immigration policy we choose to adopt by checking people once they have entered the county, not just at the border.  Congress made progress on this issue by passing the REAL ID Act in 2005, which determined standards for acceptable official identification.  Unfortunately, implementation has been a problem, and all fifty states have been given an extension from the law’s prescribed timeline.  Congress is now considering other proposals, which would simplify the law.  The Board proposes that Congress make it a priority to pass a simplified and easy to implement version of the REAL ID Act.  
By increasing prescreening and making sure that only legal immigrants, defined within the context of necessary immigration reform, are present in the United States, we would make great progress in assuring the safety of our country.  

Homeland Security: Airport Screening Technology

Will Mease
Background
Although it has always been a concern, airport security has never been more important than since the terrorist attacks of September 11, 2001. “Before 9/11, airport security consisted of a ticket agent asking if you packed your bag yourself, if it had been in your continuous custody since you packed it, and whether you had been given anything to carry aboard by a stranger. Then, you walked through a metal detector, after putting your keys, coin change and pocket knife (or box cutter) through an x-ray machine. Except for international flights, checked bags were not x-rayed or otherwise inspected. If you were served a meal on board, you may have been provided with a metal dinner knife.”
 After 9/11, the Transportation Security Agency (TSA), a division of the Department of Homeland Security, took over screening duties from private services and developed the frontlines for the search and testing of new technology that will augment the security of airports. The amount of air travel increases every year and the TSA has looked to body scanners as a new form of security. Currently there are two types of full-body screening machines: the “millimeter-wave scanner” and the “backscatter scanner”.
 The millimeter wave scanner has scanning panels that move around the traveler for about forty seconds. It emits small radio waves which create images of the body underneath clothing. Anything that is not human skin is closely monitored. Similarly, the backscatter scanner takes about twenty seconds and projects two low level x-rays that detect objects anywhere on the body. Radiation is not a concern and images are more skeletal. The intelligence community also uses various watch lists in order to determine whether a traveler should be considered suspect. 
Problem

While very effective and useful, the new screening technology being considered for airport security is expensive and carries large privacy implications. The scanners range from $100,000 to $180,000 each.
 The “millimeter-wave passenger imaging technology” and the “backscatter” both produce very effective scans with detailed body images and could potentially increase the speed of security checks. The problem, however, is that the detailed body images can be considered an invasion of privacy, despite the fact that faces are blurred.  Many people may want to keep their body parts private, or perhaps keep a prosthetic limb from view. There is a concern that the images could possibly be saved on the computer as there is no law which prevents images from being saved.


Also, the Terrorist Screening Center (TSC) is a security organization with the responsibility of distributing terrorist watch lists to the frontline screening agencies in airports. However, on Christmas Day 2009, a fault in the system occurred when a man, Umar Farouk Abdulmutallab, tried to ignite a bomb on the plane, which was heading from Amsterdam to Detroit.
 This man already had a record in the systems of the Terrorist Identities Datamart Environment (TIDE) located at the NCTC. Unfortunately, the National Counterterrorism Center (NCTC) never considered placing this man on the terrorist watch list, and therefore the TSC was unable to identify him at the airport. The effectiveness and attention towards the terrorist watch list cannot be allowed to let mistakes like this occur. “The government lacks an up-to-date strategy and implementation plan--supported by a clearly defined leadership or governance structure--which are needed to enhance the effectiveness of terrorist-related screening and ensure accountability.”

Solution
According to a recent survey, 98 percent of passengers prefer the advanced imaging technology over other screening procedures.
 Currently there are about 40 full body scanners operating in 19 airports, with 150 more planned in 2010. The Department of Homeland Security announced on March 5, 2010 that 11 airports will receive full body scanners paid for with the $25 million stimulus money approved to buy and install 150 scanners in the U.S.
 The TSA has implemented this technology into a select few airports around the country, one of them including San Francisco International Airport. For the 98 percent of people who prefer this easier and quicker method, it is no issue. But for the few who feel it is an invasion of privacy, they can resort to choosing a different screening option, such as being patted down. This technology should not be ignored due to a little opposition; it should be incorporated into airports as soon as possible. Airport security can post signs at security entrances that inform travelers of the choice of screening. Sample images of the scanners can be shown so that the travelers know exactly what will occur. The officer who analyzes the scans can be placed at another section of the airport so that he will only see the images, not the traveler. Moreover, the images will not have the ability to be saved so that no traveler will be subject to having their image taken outside of the security room. As long as travelers are given the choice to be scanned, the implementation of the new imaging technology will be completely lawful. Anyone who refuses to be scanned will be patted down. This would allow for every traveler to have a full security check and would make it near impossible to sneak any dangerous items past security. Regarding the price of the machines, the efficiency and time that they save would repay the expensive price over time as well as increase the travelers’ satisfaction. Metal detectors are relatively weak means of screening and could allow for people to smuggle dangerous items past security. These new scanners would greatly decrease the chance for someone to sneak a hazardous foreign object into the airport. It is worth it to spend millions of dollars in order to implement this new scanning technology if the machines will help prevent future airport/airplane catastrophes.









Furthermore, the NCTC must heed all warnings and suspicions that they receive. Obviously, the failure to include the air passenger who threatened the flight on Christmas 2009 on the terrorist watch list was a blunder that could have been avoided. Any suspicion of a passenger should be recorded and reported to all the airport security screening stations. The different agencies said that there was miscommunication and failure to connect different data, so it is just a matter of reviewing their organization and amending any loopholes. It is better to spend a lot of time recording data for all suspicions and prevent one attack, than to individually select who gets put on the list and risk attack. 

Counter-Terrorism Policy

Anish Johri

Background

Since the Al Qaeda attacks on United States soil on September 11th, 2001, the issue of combating terrorism has risen to the forefront of United States foreign policy. Under the administration of President George W. Bush, the United States declared a “War on Terror” and essentially engaged itself in a conflict against Islamic fundamentalist terrorism. In response to the September 11th attacks, President Bush passed the USA PATRIOT Act, to aid the federal government in combating terrorism.
 This initiative came under heavy fire as many individuals and organizations, namely the American Civil Liberties Union, claimed it violated the First and Fourth Amendments.
 In addition, President Bush, along with the aid of NATO, sent troops to Afghanistan for the purpose of finding Osama bin Laden and overthrowing the Taliban regime. He also sent troops to Iraq to overthrow head of state Saddam Hussein, who Bush claimed to have “weapons of mass destruction”.
 Terrorism still remains one of the main issues to be addressed by the administration of President Barack Obama.

Problem

Under President Obama, the United States policy regarding the combating of terrorism has shifted. When first sworn into office, Obama pledged a stance which emphasized re-evaluating terror policy and ensuring that the measures taken by the United States deferral government are cost-effective and efficient. Whether this happens or not remains to be seen as President Obama has focused on other issues. Still, Obama has seen his fair share of terrorism-related incidents. On December 25th, Nigerian Umar Farouk Abdulmutallab unsuccessfully attempted to detonate plastic explosives on Northwest Airlines Flight 253 from Amsterdam to Detroit. Domestic response to the incident was rampant as it was the Obama Administration’s first experience with an actual attempted terror plot on United States soil. Obama swiftly condemned the act and ensure that the necessary actions to deal with the incident would be taken. However, as National Security Advisor James L. Jones conceded, President Obama would be "legitimately and correctly alarmed that things that were available, bits of information that were available, patterns of behavior that were available, were not acted on.”
 As apparent, President Obama and Congress will have to address counter-terrorism policy in a comprehensive, thorough manner.

Solution

The current federal government must focus on many things regarding its counter terrorism policy. In terms of intelligence, we must encourage multilateral cooperation and the creation of intelligence blocs comprised of nations from different regions of the world. This will be significantly different than President Bush’s policy of dealing with Islamic terrorism unilaterally. It would also be beneficial if the United States would review the effectiveness of its current border and port security measures. Reevaluating this would ensure that we implement the necessary practices and discard the ineffective ones.

When dealing with actual individuals involved with terrorism, there are quite a few things the US government can do. The Obama administration should consider implementing deradicalization programs in the Middle East, especially in nations where growing insurgency is occurring. By focusing on conciliatory measures, we can mend the broken image of the United States. A skewed, negative portrait of the United States is painted by Islamic fundamentalist groups, and the Obama Administration must show the Muslim world that the United States is not indeed an enemy. More importantly, we must focus on educating the individuals recruited by terrorist organizations in order to attack the problem at its roots. Regarding the treatment of terror suspects, the federal government has to ensure that its practices remain constitutional and that all laws regarding fair trials are taken into account for suspects interrogated or tried in the United States. The United States should also encourage cooperation with international courts, such as the International Court of Justice and the International Criminal Court, as terrorism is a global issue.

Finally, it would be wise to follow in the footsteps of Obama’s advisors and create preventive measures for bioterrorism and nuclear terrorism. In addition to the methods of terrorism we see today, these two new types of weapons have been researched and created by the United States and its allies, “rogue” nations, and third party groups such as terrorist organizations. These are new methods of terror which could easily be used by terrorist organizations. By preparing for and preventing these from occurring, the United States would not have to combat the issue after the fact.

22National Security Adviser Says Airline Bomber Report Will 'Shock' Americans. January 7, 2010 [accessed March 6, 2010]. Fox News.

Cyberwarfare

Ginny Maceda
Background
Cyberwarfare involves the invasion of information and computer networks and the protection against such action in cyberspace.
 The United States Department of Defense (DOD) recognizes cyberspace as a warfare domain. Cyberwarfare tactics include, but are not limited to: the infiltration and jamming of networks, manipulation of information, cyberespionage, wiping out of databases, and the shutting down of infrastructure. Although it is a relatively new type of warfare, cyberwarfare has already posed formidable threats to nations.  In 2007, an unknown nation broke into the U.S. Departments of: Defense, State, and Commerce, and possibly the Department of Energy, and NASA, and stole as much information as is in the Library of Congress.
 Additionally, many nations have been developing their cyberwarfare capabilities, as the advantages of cyberwarfare include anonymity, speed, and capacity for devastating consequences.







In 2008, the Bush administration addressed cyberwarfare with National Security Presidential Directives 16 and 38 and Homeland Security Presidential Directive 7.
 These directives addressed guidelines regarding offensive cyberwarfare tactics, a national initiative for cybersecurity, and the definition and security of critical infrastructure. In 2009, the National Security Council under the Obama administration released The Comprehensive National Cybersecurity Initiative, which focused on developing policies and bolstering defenses by strengthening counterintelligence capabilities and awareness of vulnerabilities.
 The new position of an Executive Branch Cybersecurity Coordinator was also established in December 2009, and filled by Howard Schmitt, who has much experience in information security.

Problem
The U.S.’s regarding cyberwarfare is comparable to its circumstances during the Cold War.
 Though we do not know the specifics of our adversaries’ capacities for cyberwarfare, we do know that they are capable of launching catastrophic attacks.  Furthermore, we are still developing our own technologies and policies regarding cyberwarfare. Thus the lack of familiarity with cyberwarfare tactics and of major, widely known cyber attacks has resulted in a tense standoff between the U.S. and other countries with cyber powers. However, it is clear that as new technologies continuously develop, cyberwarfare progressively poses a bigger threat to national security and the economy. Cyber attacks increased by 40 percent in 2008 and tens of thousands of attacks are recorded every day.
 President Obama recognizes cyber threat as “one [of] the most serious economic and national security challenges we face as a nation.” Cyber attacks can lead to disastrous consequences; attackers have the abilities to infiltrate and shut down power grids, steal terabytes of confidential information, and disrupt critical infrastructure like power plants and banks, and have already done so around the world and within the U.S.  Our dependency on electricity, communications, and other forms of technology, leaves us in a very vulnerable position if such networks were to be compromised by acts of cyberwar.  Students in particular would be heavily affected because technology and the Internet are so important to us for information, entertainment, and communication.







The issue of cyberwarfare is extremely relevant to Congresswoman Eshoo, as she is on the Select Committee on Intelligence and the Subcommittee on Communications, Technology, and the Internet of the Committee of Energy and Commerce. The Select Committee on Intelligence is important to cyberwarfare in determining other nations’ capacities for cyber attacks and in forming protective security measures in accordance with the Constitution of the United States.  Communications, technology, and the Internet are all areas that can be heavily damaged in the case of a cyber attack. 

Solution


The U.S. government must primarily build up its defensive technology and focus our policies regarding cyberwarfare. As we use much technology that is manufactured abroad, we become more susceptible to attack or espionage by foreign nations. Thus, the DOD’s first concern must be strengthening their networks and security, in particular, fixing the vulnerabilities of the power grid, which is the most susceptible to attack. Because of the anonymity of cyber attacks, it is hard to develop a formal policy of response; retaliation is only possible if the identity of the attacker is known. Development of our defensive technology to protect our networks and find ways to determine the identity of attackers is therefore essential. Furthermore, because of the effectively new status of cyberwarfare, its definition is unclear and it leaves many questions unanswered – should hacking and espionage be considered acts of warfare? Should these attacks be taken as seriously as physical military threats? The DOD must clearly define what it views as an act of cyberwarfare, and an attack of cyber terrorism, remembering that because an attack originates within a nation does not mean that the nation itself is responsible.










We should also strengthen our offensive capabilities of cyberwarfare. Lagging behind in cyber technology is dangerous and instable. Because of the lack of knowledge of the extent to which an attack could damage a country’s infrastructure and the blurred distinction between civilian and government technology, our policies must not be solely focused on military attacks.  In a case where we discover the identity of our attacker, along with a military response, other measures such as economic sanctions can be taken.  The need for international cooperation is essential in developing policies.  Because the Internet is a global network, cyber attacks aimed towards one country can have effects on many others. Sanctions will have much more effect if imposed by several countries as opposed to one.  International organizations such as the United Nations can greatly facilitate international cooperation on the issue of cyberwarfare. 





Additionally, we must cooperate with private companies, as roughly 90 percent of critical infrastructure in the U.S. is owned and run by the private sector.
 As seen by the recent attacks on Google that originated in China, cyber attacks on private companies have extreme relevance to the relations of the countries from which such attacks originated and were directed towards because of the aforementioned issues of distinguishing the identity of attacks and the degree of government involvement. Thus, two main points of focus must be addressed coordinating with the private sector: developing technologies and emphasizing security.  As many private companies take the lead in advancing new technologies, their cooperation is necessary in bolstering both our offensive and defensive capabilities regarding cyberwarfare.  Also, as many companies value profits at the expense of security, they must be encouraged to address their vulnerabilities, even if such repairs are expensive.  Such cooperation can begin locally in the Silicon Valley, as it is the home to many leading technological companies such as Apple Inc., Intel, and Oracle.  




Finally, the Board proposes an increase on knowledge of the issue, focusing on the youth because it is this generation that will have to deal with the full capacities and consequences for cyberwarfare in the near future.  Furthering cyber education through youth involvement is key. As a generation already well acquainted with technology, if more emphasis would be put on advancing our knowledge of cyber tactics and security by incorporating it into school curriculum, the U.S. would not be as vulnerable to cyber attacks.  Awareness must also be spread, because most cyber attacks are not heavily publicized, and attacks can directly impact the everyday lives of U.S. citizens.  Technology is so engrained in our culture and lifestyles that we must become acquainted with any threats to it.  Lastly, public support for legislation and policies is necessary for them to come into effect, and so we must be aware of cyberwarfare issues to make informed decisions. 
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Cybersecurity

Eliza Thompson
Introduction
The United States is a powerhouse in the global cyber world. With the rapid growth of the internet's reach and influence in foreign affairs, cyber attacks are becoming increasingly common and dangerous. Cyberspace is becoming a key factor in the United States' international relations because the internet has such a profound effect on economics, safety, privacy, and war. With the rise of the internet comes the rise of international internet abuse, and every new invention in the cyber world makes these abuses more dangerous. The United States is vulnerable to these abuses because of a lack of internet security. Every day the United States' cyber world is under attack and with the lack of security these attacks become more destructive with time. In the Cold War, while we didn’t know what our opponent’s capabilities were, we did know who launched the attacks. In the cyberworld, it is far too easy for an attacker to hide their identity, so we may not know with certainty who attacked us. This means that deterrence doesn’t work as a strategy. Furthermore, the United States has no policy currently regarding identifying attackers; the United States cannot tell the difference between a whole nation or small terrorist group attacking in the cyberworld. There is also no policy currently to counter attacks. The United States must act now. Our internet security must be addressed and drastically changed. Only with intensified internet security will the United States be safe from dangerous cyberattacks. 
Problem


The United States has the most to lose from cyber attacks and yet does not have the protections needed to prevent attacks. Michael McConnell, vice president of Booz Allen Hamilton's national security business, discussed cyber security recently at a U.S senate hearing on the issue, saying that “We are the most vulnerable... We have the most to lose” [1]. Cyber security, therefore, must become a more important issue to the United States, with improved and strengthened policies.  According to McConnell,“If the nation went to war today in a cyberwar, we would lose.” [2]. The United States has never had a strong and focused attack on cyber security. One of the main issues with United States cyber security is the ongoing struggle between different government agencies that have limited power over the issue and the many different private companies trying to effectively protect Americans. This lack of authority and unity has taken its toll on our nations internet security. Government programs such as the NDAA FY2010 and the IIA FY2010 both have funding and power to make changes to internet security, but neither has full control [3]. The government has never made internet security a priority because, to many, the internet does not seem as a major national threat. Obama discussed our cyber security as an “asset” that is not reaching its full potential, saying “No single official oversees cybersecurity policy across the federal government, and no single agency has the responsibility or authority to match the scope and scale of the challenge and even had overlapping goals “with each other and with the private sector” [4]. Cybersecurity is not only difficult because of the confusion over control but also because  of the “number of technical and policy considerations” [5]. Recently the Obama administration discovered that a greater number of nations have been developing cyber weapons than previously thought, with new devices such as “logic bombs” and “botnets” [6]. These devices are both malicious software; logic bombs are codes that are inserted into software to attack them, such as viruses, and botnets are robot type software that runs at all times. These, along with other cyber weapons, greatly threaten the United State's safety in the cyberworld because the use of them could be detrimental to our Internet. James Lewis, director of technology at the Center for Strategic and International Studies, brings to light just how threatened we are as a nation, saying we are “under attack every day, losing every day vital secrets”[7]. Furthermore, “Attackers might target banking and financial institutions, voice communication systems, electrical infrastructures, water resources, or oil and gas infrastructures. The growing complexity and interconnectedness of these systems renders them increasingly vulnerable to attack”[8]. The recent attack by China on American Google is just one of many increasing examples of other nations using cyber warfare as a way to attack and threaten America. Most cyberattacks are espionage attacks and attacks by other nations; we cannot allow these attacks to continue to occur. It is critical to address the United States' internet security.
Solution


The United States must readdress how they face the issue of cybersecurity. Our government has to realize that cyber security must be a priority. Once the government realizes that they cannot rely on the private sector to protect our whole nation, they can then increase the public's interest in the topic with a “national public awareness and education campaign” [9] . Information could be spread to the public through workplace lectures and TV campaigns about how dangerous and prominent internet attacks are to our country. This would allow people to see how important the issue is and therefore support and urge reform. The Obama administration has started to address the issue with a trip to the UN to discuss with Russia a plan focused on disarmament, wanting to limit “military use of cyberspace” [10]. A policy of disarmament must be put in place within the UN and our foreign relations. There has been a call for a 60 day review of the nation's internet security in February by Obama and recently the U.S Senate Committee on Commerce, Science, and Transportation held a hearing “to protect our critical infrastructure” [11]. The government has taken the first steps to improving cybersecurity in the United States, by “increasing focus on current cyber threats to federal information technology systems, nonfederal critical information infrastructure, and other nonfederal systems” and this “has led to numerous legislative cybersecurity proposals and executive branch initiatives” [12]. The newly passed Cyber Security Act of 2009 can also act as a stepping stone to necessary progress. The Act, which was passed 422 to 5, focuses on educating different companies and organization on how to keep their internet safe. 







More must be done, however, to solve the United States' internet security problem. We propose that the United States needs to create a Senate Committee on Internet Security so that once and for all the confusion surrounding who is in charge of protecting our nation from cyberattacks is answered. The government must also invest money in new technology to best protect our nation and must come up with a program that requires different meetings with countries. The meeting American recently had with Russia can serve as an example towards improving foreign relations within the Cyber world. These meetings will discuss cybersecurity and cyberlaws. More cyberlaws, such as harsher punishment and more restrictions in unprotected areas, must be pased. Increase in technology research and application of new technology, along with government funds, can be overseen by this Senate committee. The committee will also keep an eye on the international relations involving cybersecurity and meet with other countries about their cyber polices. The committee will have monthly meetings to keep up to date on the constantly changing cyberworld. Finally, the committee's overall goal will be to  provide America with the protection needed against cyber-crimes. The United States must change their internet security polices to ensure protection, and power, in the increasingly important and dangerous cyber world.  Only with the changes proposed will the United States finally be safe in the cyber world.
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INTELLECTUAL PROPERTY
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Patent Auctions Have Potential 

Taisa Goodnature
Background
The development of innovative technology depends on effective patent law as an incentive to research and development. Article I, Section 8 of the Constitution grants Congress the right “to promote the progress of science and useful arts, by securing for limited times to authors and inventors the exclusive right to their respective writings and discoveries.”1 Patent rights are responsible for protecting inventions. Only the rights-holder may sell his or her invention for a set period of up to twenty years after the Patent and Trademark Office of the Department of Commerce grants the patent. In other words, a patent right is a temporary monopoly on an invention, which compensates the inventor for the costs of research and development that went into the invention. An enormous sector of the United States economy, including “the aerospace, automotive, computer, consumer electronics, pharmaceutical, and semiconductor industries,” depends on patents to protect its inventions.2 In recent years, Silicon Valley has become a hub of innovation. According to the Wall Street Journal, a survey of American cities in which the most utility patents were granted to both individuals and companies in 2005 found that eleven of the top twenty cities were located in Northern California.3 The local economy depends on effective patent law to create incentive for innovation.

Problem
While patent protection is necessary for innovation, the legal costs associated with enforcing intellectual property laws are huge. In 2009, the U.S. Department of Justice spent $9.4 million on criminal intellectual property right investigations.2 The cost of intellectual property continues to increase, which led the 100th Congress, of 2007-2009, to appropriate an additional $10,000,000 to the Federal Bureau of Investigation, $10,000,000 to the Department of Justice, and $25,000,000 in grants to state and local law enforcement agencies, all in the name of protecting intellectual property.4 In today’s economic climate, it is especially important to ensure that these funds result in patent law that best accomplishes its goal of promoting innovation and protecting inventors. 



One abuse of the legal protections in place for patent-holders is the collection patents on inventions that one never intends to manufacture or sell. Also known as patent trolling, this practice inhibits innovation, as it keeps the patented invention from the public. Typically, these patent holders, sometimes called non-practicing entities (NPEs), aggressively prosecute other individuals or companies for patent infringement, reaping financial rewards in settlements or damages. Although patent trolling is legal, it results in legal gridlock between NPEs and companies who wish to use their inventions, while wasting legal fees and the justice system’s valuable time. Patent lawsuits cost Silicon Valley an enormous amount of money. Two of the Bay Area’s best known corporations, Microsoft and Intel, report spending an average of $100 million and $20 million per year, respectively, in defending patent lawsuits.5 At least some of this money could be better put toward the very innovation that makes Silicon Valley what it is.

Solution
Patent auctions may present an alternative to the legal system’s role as a patent referee. On April 6, 2005 in San Francisco, an intellectual property consulting firm called Ocean Tomo held the first ever live patent auction.4 These auctions are based on the idea that the market should determine the value of a patent, rather than the courts. 








This concept is particularly well-suited to the technology industry, in which independent inventors are likely to develop an idea that is most useful to larger corporations. The first ever patent was granted in 1790 for a formula used in soapmaking.5 While the recipient of this patent, Samuel Hopkins, could have immediately put his patent to use, making soap, today’s patents, especially in technology, are much more likely to protect components of large, complex devices. For example, Dr. Daniel Shlager and William Baringer developed the technology for personal alarms in cell phones with global positioning systems. They formed Zoltar Satellite Alarm Systems and patented their invention in 1997. Although Zoltar’s technology was promising, its only value to the consumer is within the larger device of a cell phone. Dr. Shlager and Mr. Baringer began building prototypes and preparing to license their technology when several large cell phone manufacturers began to use it illegally. After years of court battles, Zoltar “has spent millions in legal fees, and collected millions in settlements.”6 Rather than continuing on this path, Zoltar has decided to auction off its patents. By doing so, the company will make its technology immediately available to the companies who might otherwise infringe on its patents, while obtaining the money to pay off its investors.



Patent auctions provide an opportunity for the establishment of several new kinds of companies. One example is the San Francisco-based patent-buying group Rational Patent Exchange, which buys up promising patents and combines them into a Defensive Patent Aggregation. Companies pay a membership fee to license all of the patents in the Defensive Patent Aggregation.7 According to Randy Komisar, a partner at Kleiner Perkins Caufield & Byers, which backs RPX, “the goal is to be a place where the patentholder is fairly compensated, but the corporate users have access to technology with minimal transaction costs.”6 This model accomplishes the goals of patent law; it encourages innovation, makes new inventions available to the public, and decreases wasteful spending on unnecessary patent infringement lawsuits.








I recommend that Congress support legislation to encourage patent auctions. Such legislation would benefit both patent-holders and competitors who wish to use or build on the patented technology, while saving enormous litigation fees.
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Balancing Intellectual Property Rights of Consumers and Media Industries 

Claire Fraisl
Background

As more sophisticated technology emerges, intellectual property laws naturally become more complicated. In recent years, it has become increasingly easy to access and download music illegally via peer to peer sharing websites such as limewire.com. Recording labels and the Recording Industry Association of America (RIAA) have been battling consumers and peer-to-peer websites alike through the court systems. The RIAA claims to be “an organization committed to helping the music business thrive” by protecting the intellectual property rights of singers and songwriters.2 The battle between consumers and the music industry over illegal music downloads has received a lot of media attention and has largely been played out. Now, illegal movie downloading platforms are becoming immensely popular and widespread and the intellectual property spotlight is shifting from the music industry and the RIAA to the movie industry and the Motion Picture Association of America (MPAA). The fight in the recording industry can be used as a model for the up and coming fight in the movie industry to ensure that intellectual property laws are balanced with the rights of the consumers as technology and opportunity for piracy on the internet abound. 

Problem

The RIAA estimates that music piracy accounts for $12.5 billion worth of losses every year to the music industry. Websites like limewire.com have become ubiquitous and are present in virtually every American household. Illegal sharing of music has become legitimized, especially among young people, in the Silicon Valley and across the country. The RIAA has dealt with music piracy largely through lawsuits of individual users of peer-to-peer sharing. And now, "The MPAA, like the RIAA, is playing a game of whack-a-mole," according to Professor Michael Madison of the University of Pittsburgh Law School. Madison said MPAA and RIAA "will have some modest success in the short run, but it is difficult to see how this will add up to a comprehensive solution in the long run."1 Since peer-to-peer platforms are technically legal in themselves, the industries have no choice but to sporadically attack end users. This results in unfair consequences for a small minority of media piraters as well as unfair profit losses for industries and artists.

Solution

Intellectual property laws are outdated as a result of rapid increases in technology. Though it is too late to combat the majority of the effects of the fight in the recording industry regarding intellectual property, it is possible to learn from the incident and possible for the government to ensure that, in the future, intellectual property laws are fair to both consumers and media industries, such as the movie industry and the MPAA. The government must educate the public regarding the illegality of pirating both music and movies. In Silicon Valley, the public is very aware of intellectual property laws surrounding high technology; however, many citizens, especially youth, still consider it morally acceptable to illegally download music, movies, and other types of copywrited media.  This behavior trend can and must be reversed. Over time and through government-sponsored public service campaigns, the legitimacy of intellectual property laws can be restored. 


Simultaneously, conglomerates like the RIAA and the MPAA cannot be permitted to continue their antics of attacking individual consumers with severe and sporadic consequences. The government should place caps on the amount of damages for which illegal music downloaders can be sued. Congresswoman Eshoo’s initiatives leading “the fight to create uniform standards limiting frivolous lawsuits, saving investors and the high-tech industry billions of dollars”3, are important steps in balancing the intellectual property rights of individuals and industry. Limitation of such frivolous lawsuits should be expanded from the high-tech industry to the media industry, as both are incredibly relevant to Silicon Valley as well as the rest of the country.






By educating the public about intellectual property and limiting the power of media industries to harshly and sporadically punish piraters, the federal government can effectively balance the needs of consumers and as related to technology and media in the current era of the Internet.
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Digitization of the Library of Congress 

Megan Costello
Background

In 2004, the Mountain View, California based company Google launched an initiative, The Google Book Search Library Project, designed to digitize, index, and display short “snippets” of a collection of books taken from the libraries of five major institutions1: Harvard, Stanford, Oxford, the University of Michigan, and the New York Public Library .5 According to Google, the project will allow viewers to see basic bibliographic information about the book, and sometimes even a few “snippets – a few sentences showing your search term in context.”1 If the book is no longer in copyright, viewers can download the entire book. However, links to online bookstores and locations of local libraries will be available for all books.1
The Problem


California is going bankrupt. With an enormous $20 billion dollar budget deficit, California has been forced to make enormous spending cuts, especially in education. School districts and school systems have been plagued by layoffs and furloughs, in addition to large reductions in both course offerings and grants.8 According to Governor Schwarzenegger, “the layoffs and reductions in courses carried out in some schools in the state were ‘terrible’… ‘They need much more money.’” 8 The California State Legislature approved a $637.1 million, or twenty percent, cut from the University of California’s 2009-2010 fiscal year budget.9 In response, thousands of Americans protested across the nation on March 4, 2010 in a “strike and day of action to defend public education.”8 As funding for schools is obliterated, fewer students are given the opportunity to reach their full potential and develop into educated adults ready to enter the workforce. As a dedicated supporter of “a world-class education system,”10 Congresswoman Eshoo needs to take a firm stance on education in America.

The Solution

Google’s Library Project initiative must inspire Congresswoman Eshoo, who is a member of the Subcommittee on Communications, Technology, and the Internet, to implement a similar system for the benefit of the American people. According to Lawrence Lessig, a professor at Harvard Law School and renowned political activist, “[Google Books] could be the most important contribution to the spread of knowledge since Jefferson dreamed of national libraries. It is an astonishing opportunity to revive our cultural past, and make it accessible.” 2 But what if Congress can use the idea of Google Books to expand Jefferson’s dream of a national library? The United States government needs to digitize the Library of Congress for the educational purposes of the American people. 

Under the plan, the government would begin digitizing all printed works in the Library of Congress that are now in the public domain, meaning their copyrights have expired. More specifically, Congress would work with the Literary Division under the Copyright Office and the Library Services department, which includes the Geography and Map Division, the Manuscript Division, the Rare Books and Special Collections Division, and the Prints and Photographs Division, of the Library of Congress to implement this plan. The government also has the option of working with Google and buying its already established digitizing technologies. All printed works, including maps, manuscripts, pamphlets, and traditional books whose copyrights have expired, would be digitized. 

Publishing such books would not raise any legal questions because any person has the right to distribute such works. By doing so, all levels of government would collectively save millions of dollars by avoiding the need to buy physical copies of books to furnish libraries with. Instead, the books would be available in a government database to any American citizen who wishes to access them. 
Under the proposed plan, the federal government would also begin digitizing certain printed works whose copyrights have not entered the public domain. When implementing this plan, it will be important to be aware of the legal battle that Google endured after the announcement of its project. In September 2005, a group of authors and publishers, united under the Authors Guild, filed a class action lawsuit in U.S. District Court for the Southern District of New York. Soon after, five more publishing entities, including the Associate of American Publishers, joined the battle, and their cases were quickly consolidated into one, The Author’s Guild, Inc., et al v. Google Inc., case No. 05 CV 8136 (S.D.N.Y).1 The plaintiffs claimed ownership of various copyrights and sued Google in order to “enjoin and recover damages for Google’s alleged infringement of their exclusive rights to reproduce and publicly display their works.” 1In response, Google claimed the Library Project did not infringe ownerships because authors were given the right to “opt out” of having their book either digitized or indexed because it would be virtually impossible to digitize multiple libraries and conduct indexing projects if they had to clear every copyright for every book. It is extremely difficult to identify and locate the rights holders for one book, let alone millions.1







Even though a settlement plan was reached after Google cited section 107 of the Digital Millennium Copyright Act, the fair uses clause, it is important to keep in mind their legal battle. In order to avoid controversy, the federal government should allow rights holders to opt into the system (vs. Google’s “opt out” policy), meaning the rights holders could give the federal government the right to use and distribute their work. In return, the rights holder would receive an allotted sum of money paid for by a new tax on paperbound books. Such a tax is justified by the amount of paper wasted each year to print paper books, which is extremely detrimental to the environment. Almost four billion, or thirty five percent, of all trees cut down worldwide are used to produce paper each year.7 Not only will trees will be saved, but also carbon dioxide levels will be reduced, and as a result of cleaner air, fewer children will face health problems such as asthma. Congresswoman supports a “preserved and protected environment, ”10 and by supporting this initiative, she will help save billions of trees each year, and will make millions of books available to the American public.



Additionally, all printed materials that are digitized will be compiled into a government database similar to the Congressional Research Service. The database will be accessible at every public school (elementary through university level) and every public library. Additionally, students will be granted access to the database on their personal computers as long as they are engaged in academic pursuits. Private educational institutions will also be given the opportunity to access the database through paid yearly subscriptions. 









This program will greatly increase the value of American education. Students will no longer feel stifled by the lack of funding in their district because they will be able to obtain the access to virtually any book they wish, regardless of whether it is in their school’s library. Schools will also have to buy fewer textbooks because students could use the digitized copy of the book on their home computers or on the computers at the library. Also, students will have access to manuscripts that currently only a select few have access to. As a supporter of world-class education, Congresswoman Eshoo must support this initiative.









The state of California is facing a major economic deficit, and as a result the youth of California are being punished. This system will allow the American youth to reach their fullest potential, despite the unfortunate state of their public school systems. By reviving the public education system in America, this program will augment the quality of life of every American citizen. 
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Open Source Software

Alex Mennen
Background


Open source software is software that is made available for free after being developed, and has publicly available source code. Source code is the collection of statements in a programming language that determines the inner workings of a piece of software. The source code of a piece of software being publicly available has several advantages for the general public. The ability of individual programmers and other companies to access, and thus to modify, the source code for a program leads to a vastly increased capacity for improvement and use.
Problem


The cost of creating a copy of some software is almost zero, whereas the benefit of an additional person having access to a copy of the software can be high, and furthermore, the majority of the economic benefit of software is in what its users can make with it, so widespread use of software vastly increases economic benefit. Therefore, a system in which people have to pay for the right to use certain software is detrimental to the public's best interests because it discourages widespread use of the software. However, it is also more difficult to generate revenue with open source software, and businesses have incentives to conceal software that they have developed for internal use to avoid facilitating competition, despite the fact that this results in wasteful and unnecessary duplication of effort by competing companies. As such, it seems that government action to encourage open source software should generally be in the public good.







In addition, open source software provides a valuable opportunity for young programmers by making it possible for them to analyze, experiment with, and modify published code, thereby giving them experience that could help get them prepared for future careers in programming.

Solution
This situation must not be addressed haphazardly, because as a result of the difficulty in generating revenue, operating under an open source philosophy also substantially reduces the incentive to produce new software. Because of this, throwing roadblocks in the way of closed source software enterprises is an inefficient way of encouraging open source software and would simply hamper the technology sector of the economy, particularly harming Silicon Valley. Effective encouragement of open source software must come in the form of incentives, not attempts to clear competition with disincentives for closed source software.








The most logical course of action would thus be to partially reimburse producers of open source software. The value of reimbursements should be determined by the money and effort invested in the software, and more importantly, the number of people using it and the utility that it provides for its users. These criteria are difficult to indisputably assess, so it may be necessary to create a commission of experts to judge requests for reimbursement of open source software.


Cost should not be a huge concern. For instance, such an endeavor could be paid for with an increase in the federal sales tax. Using a tax that only discourages consumption to pay for a program to encourage consumption should shift a small portion of the economy in a favorable direction without causing any overall damage to the economy.
Works Cited:
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Copyright and Creative Commons

Alex Sholtz
Background

Over the past we have seen an explosion in innovation.  Physically, inventors are simultaneously making the technology we use smaller, smarter, and faster.  Culturally, artists are exploring newer and broader uses and mediums for all forms of art.  Perhaps most astounding however, are the advances we have made in sharing; through a multitude of new websites and devices, what we create is becoming increasingly available to the rest of the world.  Despite these advances, the licensing process for the creator of the work has remained static.  In this rapidly changing environment it is becoming increasingly apparent that in order to keep up with the pace of innovation we must adapt our licensing.  It is clear that this must be done in way that nurtures growth and technological advancement through communication and sharing.  However, this must be balanced with protection for the inventor so as to protect the profitability of innovation2.  One new way to do this is through the use of Creative Commons licensing agreements1.

Problem 

Copyright, patents and trademarks are the three different terms that fall under the umbrella of intellectual property.  Generally, trademarks are used to protect a slogan, logo or image associated with a certain brand or company; patents are used to protect inventions and copyrights are used to protect a creator’s rights to his or her original work.  All rights reserved simply denotes the fact all of the rights to a work reside with the creator of said work and only with explicit permission from the creator may the work be used in any form.  However, the recent Shepard Ferry incident has highlighted the need for more broad licensing agreements that give the creator more freedom to explicitly limit and allow certain reproductions of their work3.  Shepard Ferry was involved in a legal battle with the Associated Press for taking a image of then candidate Obama and stylizing it into the now famous red, white and blue campaign poster with the words “hope” or “change” often written in large letters beneath the picture.  This was an issue because the AP claimed exclusive rights to the original picture and all derivative works, however, Ferry claimed that he had a right to alter the image.  
Solution

Creative Commons was formed with the intention of giving the creator the ability to explicitly detail what another person can and cannot do with their work.  Under Creative Commons there are several different licensing agreements that allow the artist to limit the use of their work entirely (essentially the same as a Copyright) or allow their work to be used by anyone for anything.  There are, as of yet, 7 different licensing agreements.  One option is Attribution No Derivatives, it is essentially the same as a Copyright and limits the use and/or reproduction of the work entirely unless it specifically sublicensed to the person wishing to utilize the original work.  Another possible license is Attribution, this allows anyone to use, share, copy, transmit, and remix the original work with the requirement that the creator be attributed.  Share Alike can also be added on to the end of these licenses and it requires that that any derivative works be licensed under the same agreement.  Attribution Non-Commercial allows the creator to limit any resultant work from the original from being used to generate profits for anyone else.  Otherwise it can be used in the same way as Attribution.  Attribution Non-Commercial Share Alike is the final agreement and essentially a mix of the above, it requires the work be attributed, distributed under the same licensing agreement and limit its use as a means to generate revenue.







Creative Commons is an important tool that has the unique distinction of being developed and field tested in California’s 14th congressional district.  Several area high schools, including Palo Alto High School are using Creative Commons in their journalism programs in order to get it off the ground.  However, the best way to make the program mainstream is to increase its use.  This could be done in several ways, one simple suggestion is to encourage congressmen and congresswomen to file all of their works under a Creative Commons license.  If congressional works, like this one, were cited using Creative Commons then it would give the program a huge boost.  Furthermore, increasing funding for Creative Commons and programs like it is another excellent way to boost their potential.  A simple a easy source for this funding could be a small increase in the fee on patent filings.  This would serve the purpose of funding alternative programs and encouraging inventors to look to non-traditional ways for securing the intellectual property on their creation.
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Stem Cell Research

Sarah Rosston
Background

Stem cells have enormous potential to cure a plethora of diseases including cancer, heart disease, diabetes, arthritis and Parkinson’s disease.( If stem cells can cure these diseases, peoples would be healthier while health cost would drop dramatically.




While our current healthcare system includes treatments like chemotherapy and radiation, they can be damaging and are not always effective. Many diseases are not fully curable with current medical technology; for example, a patient diagnosed with cancer will likely be treated using chemotherapy, which is 70-90 percent effective depending on the type of cancer, but has side effects including hair loss, exhaustion and increased susceptibility to sickness.( Stem cell research could eliminate multiple rounds of chemotherapy and possible recurrences so patients would need less treatment and be able to lead healthier and more productive lives. 
Problem

In 2009, President Obama lifted some restrictions on embryonic stem cell research by allowing stem cell lines other than the sixty-three lines available in 2001 which only included twenty-one lines that could actually be used.6 Although the number of approved stem cells lines has increased dramatically stem cell lines, only two of the twenty-one previously approved stem cell lines have been reapproved for funding, causing researchers to repeat experiments and alterations on new stem cell lines they had already completed on other stem cell lines. Instead of moving forward to new cures, scientists have to repeat basic procedures and research on different stem cell lines. 

George W. Bush prevented any stem cell lines other the sixty available in 2001, although only twenty-one were usable, from being used for research, but in the Obama administration, new stem cell lines can be approved if the pass specific ethical guidelines. Many of the stem cell lines previously available do not have specific enough documentation to pass the ethical guidelines or the researchers who derived the lines are no longer the researchers using the embryonic stem cell lines. Although ethical guidelines make sense for approving new embryonic stem cell lines, the old embryonic stem cell lines were being used for research already so approving these lines would not harm any embryos or prevent human life. 










When researchers first used embryonic stem cells in 1998, the National Institute of Health changed its guidelines to allow funding of embryonic stem cell research although it previously did not fund any research using human embryos.7 The new guidelines allowed public funding for stem cell research as long as only private funding was used to pay for deriving the stem cells. In August of 2001, President George W. Bush announced that he allow public funding for available stem cell lines, but would not allow public funding of any new stem cell lines so the government would not provide any incentives for destroying embryos.7 The Obama administration has taken an approach that is much more open to embryonic stem cell research by allowing public funding for stem cell lines that follow specific guidelines to ensure that the embryos would otherwise be discarded. While these new guidelines are a significant improvement in encouraging new stem cell research, they do not adequately address the embryonic stem cell lines already in use.

Solution
Embryonic stem cells have the ability to form over 200 different types of cells.5 Given this potential, researchers can use embryonic stem cells to study and test a wide variety of diseases and treatments. In the future, stem cells could be used to test drugs for potential side effects and results so drug companies do not have to put as many humans or animals at risk in drug trials. In addition, embryonic stem cells can form tissues so they could be used to replace damaged tissue inside a human or understand how to create new tissue from adult stem cells.





 While embryonic stem cell research has been somewhat controversial, induced pluripotent stem cells (iPS) may be able to offer an alternative in some situations.1 iPS cells are stem cells derived from adults and reprogrammed to be similar to embryonic stem cells although scientists are not sure whether there are significant differences between induced pluripotent stem cells and pluripotent cells derived from embryos except that creating iPS cells involves introducing a potential cancer-causing gene into the cells.1. These cells can be used to test new drugs to observe the reactions in the cells without testing on humans or animals. While there are still many unknown characteristics of iPS cells, using them for research eliminates debate about whether or not an embryo should be considered a human. 












In addition to pluripotent stem cells, scientists have also been researching cancer stem cells since they were discovered in 1997.5 Scientists are still researching whether all cancerous tumors contain cancer stem cells, but they have been found in breast cancer, colon cancer, and cancers of the head and neck. Chemotherapy attacks all cells in the cancerous area, but by using cancer stem cells, scientists may be able to find more effective ways of treating cancer by only killing the cancer stem cells. At the Stanford Institute for Stem Cell Biology and Regenerative Medicine, researchers are working to develop stem cell lines with diseases including Alzheimer’s disease, diabetes, heart disease, Parkinson’s disease and Lou Gehrig’s disease although, many stem cell lines with these diseases are not approved for use with federal funding. 3








The board would like to thank Congresswoman Eshoo for her support of stem cell research and recommends that she support legislation that would allow the twenty-one embryonic stem cell lines that were approved for funding under the Bush Administration continue to receive federal funds so scientists can focus on new research with stem cells instead of repeating work. The board also recommends that Congresswoman Eshoo continue her support bills funding the research and use of all stem cells; adult stem cells and embryonic stem cells and cancer stem cells If stem cell technology were able to cure diseases like cancer and diabetes, the technology would certainly be one of the most important technologies in the field of medicine. These cures would not only save lives, but they would also reduce the number of people in the hospital, thereby reducing healthcare costs for everyone.
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Medical Devices Research

Katie Zdankus
Background

Technology is an ever-evolving aspect of day to day American life. As one saying goes, "The production of too many useful things results in too many useless people". However, this is not the case with the development and distribution of advanced medical devices. With over 100 medical device companies located in San Francisco Bay Area alone, the industry as well as the number of civilians in need of device-related aid is exponentially growing. When considering public policy to better legislate the innovation, affordability, and accessibility of medical devices, Congress may want to acknowledge a few problematic areas in the production industry and field of development. These issues include, but are not limited to: funding or reimbursement for developers, healthcare expenses for civilians, the regulatory approval process, accident prevention, and integration of devices into homes and hospitals.

Problem 

The Regulatory Approval Process

As defined by Federal law, the term “device” covers several thousand health products, ranging from simple articles such as tongue depressors and heating pads, to cutting-edge and complex devices such as pacemakers, lasers, and imaging technologies. Moreover, the definition of device specifically includes articles intended for use in the diagnosis of disease or other conditions as well as in vitro reagents (Hawthorne).

Since the early 1990s, the FDA has faced staunch critics who have both referred to it as a “bureaucratic obstacle” or “lapdog” of the industry – too slow in getting desperately needed drugs or devices to the public or too fast in rushing risky drugs or dangerous devices onto market shelves (Office of Communication, Education and Radiation Programs.). 

Currently, to better organize the regulatory procedures the FDA performs, they classify any pending medical devices. For example, a band-aid would be a Class 1 device while something like a laser “knife” used in surgeries would be a Class 3 device. Furthermore, in order to make the wide range of devices available to the public, these devices, regardless of their class, must undergo a series of medical trials in order to sanction approval from the FDA. However, medical trials for Class 3 products are far more expensive and the data within these costly trials can often become skewed. Thus, if the process needs to be both speedy and safe, there is a need for financial reimbursement for developers during the trial period of development as well as an increased number of healthcare professionals to test the products and produce wider pools of data. Once this data is then produced, there is also a need for easier accessibility amongst patients and healthcare professionals so that they can make the best decisions about medical treatment regarding the use of available medical devices.  Eliminating the inaccuracies and lack of reporting of data that prevent patients or doctors from utilizing other treatment options would dramatically improve the functionality of the developed medical device and likely reduce device-related accidents as well.

Accident Prevention

A second aspect of the federal regulatory process is its post market surveillance system. Under FDA regulations, manufacturers and importers of medical devices are required to report any malfunctions of the device as well as any deaths or serious injuries that their device may have caused or contributed to back to the FDA. Any device-related reports of this nature can be submitted through the Med Watch system. However, with an estimated 454, 383 people suffering from medical device related injuries ranging from wheelchair accidents to careless tooth brushing in the year 2000, there is an obvious need for improved safety and reform within the Med Watch system (The Medical News). 

About 42 percent of those accidents occurred at home and 13 percent were admitted to the hospital after emergency room evaluation. While medical devices are geared towards keeping people out of the hospital, with the rise of accidents it seems to be doing just the opposite. Perhaps most problems could be discovered if devices were tested on a million people over 20 years, but then the industry would again face pace related issues. However, this is not solely the FDA’s problem. Once a device is approved the FDA loses a lot of its regulatory authority. Thus, there is a greater need for respected leadership in the post-market field so that safety can be more frequently regulated. 

Additionally, increased communication between consumer and developer is vital. In some cases, doctors do not speak with their patients after they chose their device to ensure that it is properly fitted or appropriate for their lifestyles. Elizabeth Bullard, an occupational therapist, provided a colorful analogy in response to reviewing the adverse affects the improper prescription of medical devices can have. “Getting equipment is like buying a car,” Bullard said. “You can’t buy off the shelf. Consumers must understand that getting supplies is a process.” Much like the government does with the car industry, they should mandate a safety checklist for medical devices that would prevent alarming statistics like the series released from a Harris Interactive survey from emerging. The 2008 survey of more than 1,000 multiple sclerosis (MS) patients found that 37 percent were embarrassed to use a mobility device and 36 percent said they didn’t use mobility devices as often as they should. Given that the numbers of people with MS who experience mobility problems is so large, these statistics were frightening. Out of those polled 64 percent of respondents reported that they had lost their balance, 54 percent that they had trouble walking, 35 percent that they were unable to walk, 13 percent stating that they only walked about twice a week; yet, they were still either embarrassed or uneducated on how to reap the best benefits from the available mobilizing medical devices (Meisner). 

Jean Minkel, MA, PT, author of United Spinal’s free publication “Mobility Alternatives: From Canes to Wheelchairs” suggests the government should make mandatory that doctors and patients together review the mobility requirements for environments you frequent every day, like your home, work, or school. However, this just touches upon the more popularly used and practice medical devices. Amongst Class 3 products, like some pacemakers, surgical devices, or brain operated mobility devices, affordability remains to be a pressing issue. 

Affordability

In China, due to longstanding low government funding for state-run hospitals, which in many places only covers 10 percent of operating costs, doctors often aggressively prescribe expensive, sometimes unnecessary medicines and treatment, to make profits for their hospital. While the disposable income of China's urban and rural residents grew close to 20 times during the last two decades, average medical costs increased more than 130 times in the same period. The U.S. relatively reflects China in this way.

Dai Tao, a research fellow with the Chinese Academy of Medical Sciences is quoted as saying, "Doctors should be properly subsidized. Otherwise, they would seek returns in other ways, like selling expensive drugs." It is noted that subsidies could be linked with doctors' achievements so as to encourage them to really regard patients' health as top priority." For example, a community doctor could be paid according to the general health condition of the people in the community for which he was in charge. While this may be one way of decreasing medical device expenses other suggestions include recycling medical equipment (for used products would run cheaper), examining marketing trends within the medical industry, and including better healthcare benefits within healthcare reform (Xinhua).

Reimbursement

Because of the healthcare reimbursement system, we have commonly put technology in the most expensive settings, where the staff and overhead costs are the highest. A way to improve medical device affordability would be to boost reimbursement for innovators so that they do not hike up prices for consumers and create a cycle of exaggerated expenses. 

As author Samuel O. Their wrote in his book New Medical Devices and Healthcare, “The opportunity to return people from a dependent status to a functional status is upon us, and I think we are going to have to take advantage of it. But again, the reimbursement structure does not yet recognize such technologic applications, and the same arguments will occur in dealing with highly expensive systems in the rehabilitative sector as are now occurring in the pacemaker and cardiac surgical technology” (Their). Moreover, procedures that place patients with pacemakers or other complicated devices are already costly and limiting in the sense that they restrict the number of patients with the means to carry out these methods of improving one’s health. Many group health insurance plans have typically instituted lifetime coverage maximums, causing those with chronic or catastrophic health problems to hit their ceiling of reimbursement while still struggling to pay for treatment. The bill H.R.1085 - Health Insurance Coverage Protection Act, seeks to address this practice by setting guidelines for lifetime maximum limits. With many veterans returning from our current war on terror, Their predicts that handicapped veterans as well as other patients seeking the most advanced rehabilitative technology will also be burdened with high costs (Solomon). Furthermore, closely following this fiscal dilemma is a heated ethical debate on the usage of both expensive and cheaper, yet controversial medical devices.

Ethics

A longstanding issue facing medical device users and creators alike are those issues regarding ethics. For example, the Catholic Church struggles to find a balance between individual health and the common good. One Vatican official at a conference on medicine said, "While progress in medicine and technology holds great promise for humanity, relying too heavily on biomedical technology runs the risk of hurting the very people meant to be helped” (Glatz). Simply put, the cost and quality of life of the recipient must thoroughly be evaluated before elaborate procedures are carried out. Regardless of your economic status or religion, however, there seems to be a longing for ethical guidelines in the field of health and life. How far is too far? When should doctors or patients just say no? And with technology changing so frequently is it possible to adopt ethics that won't hinder progress? 

Currently, the World Health Organization’s view on rights only guarantees protection "for the person, not for the human being" (Glatz). This is alarming to some. In essence, it means that as long as the individual is by definition a person that is able to interact with his or her environment either through sensory, mental, or conscious experience, his or her basic human rights are intact. However, this sparks controversy amongst those who feel human beings such as embryos are being denied basic human rights. Concerns are also raised in what measures are too extraneous. Is the cost of the device or treatment worth the extra day? Week? Year? What if it meant that the same money put into testing or implementation of a single product could benefit an entire country stricken with a curable disease like malaria?
Solution
Generally, the U.S. is still ranked amongst the best in regards to the development, distribution, and usage of medical devices. However, if Congress neglects to acknowledge the financial speed bumps of its consumers and creators, or does not implement policies to better maintain a balance between speedy development/approval and safety, our nation will face issues in the field that will jeopardize the health of the individuals and hospitals who rely heavily on the use of such medical devices. The passage of HR1548, Pathway for Biosimilars Act, will aid in addressing these issues by creating more competition for medical devices which will make them more affordable and by easing the testing financial burden for devices similar to those already on the market. 

In regards to ethics and addressing the current paradigms established within the medical field, we must turn to those most experienced. Counsels of local doctors and patients could provide Congress with educated and insightful forums that could inspire the reshaping of medical device distribution, implementation, and recommendations.
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Mental Illness 
Kayla Nadzam

Background


Although mental illness has occurred among people throughout the entirety of history, it seems to be especially prominent today and increasingly noticeable among teenagers and young adults. Several types of mental illness include depression, post traumatic stress disorder, and eating disorders. Depression tends to spawn from family and genetic issues, social rejection, irregular functions within the body, and/or a negative mindset. Somebody who is depressed tends to have a change in typical behavior, weak communication skills, a low self-esteem, trouble concentrating, and/or physical aches and pains. Another form of mental illness is post traumatic stress disorder. One might become a victim of this sickness after experiencing an event that inflicted intense fear upon him or her; and many people with this illness are war veterans. Symptoms of this disorder include having intrusive memories, avoiding or numbing emotions, and/or having anxiety. Another type of mental illness is eating disorders; which includes anorexia, bulimia, and binge eating. Eating disorders typically result from low self-esteem, genetics, and the pressures of society. Anybody can have an eating disorder; however they typically occur among teenage girls. People with eating disorders tend to refuse to eat or eat very little, have an obsession with their physical image, look gaunt, be cold most of the time, excessively exercise, and/or go to the bathroom during meals. All three of these types of mental illness, along with the many other types, are very serious conditions that need to be treated. They are not only harmful to one's brain and emotions, but they can also have negative effects on one's body. Mental illness may not seem to be as much of a problem as physical health conditions, but it certainly is and must be taken seriously and handled with as much care as other medical conditions. 

Problem


Medication and psychotherapy are usually used together to treat mental illnesses and are typically effective; however, they do not always work for everybody and tend to be expensive. It is also difficult to find the medication or therapy that is best for a particular individual. Doctors may spend a long amount of time trying to figure out which path a mental illness patient should take in order to recover. For example, certain depression medications tend to work for among teenagers than adults. Yet, it may be difficult to determine where a teenager becomes a young adult and might be treated more effectively with another medication. Also, it can take a while for an individual's body to adapt to taking depression medication. One might not see results for weeks and can actually feel worse until the medication begins to work correctly. And then, psychotherapy is usually prescribed along with medication. This treatment poses another roadblock in which a doctor must also decide which method of therapy will work best for the patient. The problem with this is that trial and error is the typical method for figuring out which way a patient should go about recovering. There is no source of technology that can aid with this process. A doctor must make the final call simply by having the patient sample different methods and deciding based on the results from the trial and error. 


ondly, it is certainly a possibility that no known method of treatment for mental illness will work on a particular patient. In this case the patient will not be able to recover and will continue to suffer from his or her pain that comes with being the victim of a mental illness. This could also be a major problem for the future health of the patient. Mental illness can lead to the development of other health problems. For example, if post traumatic stress is left untreated the victim of the illness is susceptible to cardiovascular disease, pain, autoimmune diseases, and musculoskeletal conditions. In fact, post traumatic stress patients can even contract other mental illnesses such as depression, eating disorders, and drug and/or alcohol addiction. Although technology has come a long way in discovering new methods of treatment for a myriad of medical conditions, there is always more that can be done; including in the realm of mental illness. 




Finally, expense can pose a major problem among patients who are not able to afford the treatment they need for their mental illness. Both medication and psychotherapy that are used to treat the various forms of mental illness tend to be very costly. Therefore, if one with a mental illness does not have medical insurance that covers the treatment and he or she is not able to afford paying for it, he or she will have to go without treatment and have no way to cope with his or her sickness. Everybody who has a medical condition deserves to receive treatment in order to recover; including those suffering from mental illness. However, not everybody is able to do so because treatment for this type of sickness tends to be expensive. 
Solution


The problems posed in regards to the treatment of mental illnesses can be resolved with the advancement of technology. Further researching should be focused on creating new and/or improved treatments along with technology that aids in determining which form of treatment is best for an individual. Furthermore, once new or better treatments are discovered, they should be made to be a reasonable price for the patients. The following paragraphs explain how the research should be done to create more effective treatments and how to make them affordable. 








First, research must be done in order to create treatment for mental illness that is either an improvement upon an already invented treatment or a completely new type of treatment that will enhance the recovery of mental illness patients. Medicine should be researched and developed in laboratories, while psychotherapy treatments should be developed among experienced and renowned psychologists. In order to encourage research among both groups the government, specifically Congresswoman Eshoo's Medical Technology Caucus, must urge and fund the research. The caucus should do this through offering financial support to the researchers and a bonus to them once the new treatment or improvement has been developed. NIH grants should also be given to the researchers. However, it is understandable that the Caucus' budget might be tight and unable to fund projects such as these; so alternatives in raising funds for this research can and should also be considered. For example, the Medical Technology Caucus can propose to the federal government that venture capitalists receive tax breaks for sponsoring research for mental illness treatment. Personal donations should also be accepted; and media advertising campaigns should be shown in order to raise awareness and encourage donations. The Medical Technology Caucus can work with a marketing representative in order to develop this media campaign. The campaign should explain the hardships of mental illness and stress the importance of finding better treatment for the disease. Using technology to improve and/or develop new treatments for mental illness is crucial, so every possible way to raise money to do so must be considered. Then once the funding is provided to the researchers it is important for it to be stressed to them the importance of improving the treatments for mental illness. Currently not all of the available treatments are effective on every mental illness patient. For this reason it is key that advancements in technology are made in order to help the victims of mental illness recover. 





It is also very important that both newly developed mental illness treatments and already developed treatments be made to be affordable to patients. The recently passed Health Reform Bill does require health insurance companies to cover mental illness costs. However, those without health insurance will continue to have to deal with the expenses associated with treatment until the bill goes into effect. In order to tackle this issue immediately and lower treatment prices, companies must produce medicine at the lowest cost possible and psychotherapists must offer their services at the lowest cost possible. Of course these companies and psychotherapists might wish to charge higher prices in order to make more money; so the government must offer them incentives to lower their prices. For instance, Congresswoman Eshoo's Medical Technology Caucus can allot funds to the companies and psychotherapists to produce their products. That way they will not lose money by lowering their prices. Medicine companies can use this money from the government to produce more products, which will cause the price to go down due to concept of supply and demand. Medicine companies and psychotherapists must also realize that by selling their products and services at affordable prices they will actually end up selling more products and services in the long run and will make more money. Affordability is key in improving the lives of people with mental illnesses, because if one is not able to receive treatment then he or she will not be able to recover and will continue to suffer from his or her mental illness. Every mental illness patient deserves to better his or her life through treatment; and it can only be ensured through making treatment available to all by lowering the prices of medicine and psychotherapy with the help of technology. 
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Terminal Illness

Leah Worthington
Background

Defined as any disease that cannot be cured and is ultimately expected to lead to the death of the patient, terminal illness is the leading cause of fatalities among Americans today. Terminal illnesses include conditions notorious for causing death such as cancer and heart disease and are, as of now, incurable despite their prevalence in modern life.
 However, not all hope is lost as billions of dollars are currently being invested in cancer research alone through the National Cancer Institute (NCI), which receives its funding from Congress.
 New devices and treatments have emerged such as the CyberKnife, which more accurately targets and radiates cancerous tumors.
 Another technique has recently been developed at Tufts University in Massachusetts as a less invasive substitute for coronary bypass surgery; doctors use spun silk from silkworms as grafts for blocked coronary arteries.
 Like other new technologies, these silk grafts and radiation machines will require many more months of refinement and thousands of dollars, but may eventually become the future of treatment for terminal illnesses. 

Problem
Despite the promising possibilities of these new innovations in the treatment of terminally ill patients, there are significant problems that still have yet to be solved. One of the most prominent shortcomings of such medical advancements is a lack of available treatment, especially for those who are unable to afford health insurance. For Americans living below the poverty line, the rate of mortality is significantly higher, most likely as a result of their insufficient health insurance. African Americans, for example, are 21-61 percent more likely to die from cancer than Caucasians.
 And though the cancer incidence rates for Hispanics, American Indians, Asians and Pacific Islanders are much lower than those of Caucasians, the mortality rates are almost equal.
 This demonstrates a correlation between patients of different races and the quality of treatment they receive. Without insurance, these people cannot receive the care they need to treat or at least allay the effects of their illnesses. Even more problematic is their inability to receive proper screening, ultimately leaving them unaware of the severity of their illness despite increasingly accurate diagnosis techniques with advanced machines such as CT scanners, MRI’s and ultrasound equipment.







In addition, lesser-known diseases can be overshadowed by cancer and heart disease and do not receive the attention they need. While conditions like ALS (Lou Gehrig’s disease) and multiple sclerosis may affect fewer people annually, they nevertheless result in the same fatal consequences. Because ALS is a degenerative disease and not initially fatal, steps taken to slow its effects are often not covered by insurance companies because they are not considered “life-or-death.” A new device called Eyegaze can track the eye movements of ALS patients and project words or images onto computers, thus allowing them to communicate despite physical limitations.
 However, these patients are often unable to obtain such equipment because they are victims of an insurance company’s policy that may only cover medical needs in emergency situations.
 In such cases, the quality of life of their patients is considered irrelevant.


Another issue medical companies in the Bay Area constantly face is a lack of funding for studies and for research into better technology. Specifically, companies like Accuray (whose headquarters are in Sunnyvale, California and which manufactures the CyberKnife) are unable to receive the reimbursements necessary to continue research at the ideal level. Though Accuray is currently developing and improving devices that may be able to save many more lives with increasingly advanced technologies, certain treatments with the CyberKnife are still considered “experimental” and cannot be approved by insurance companies without enough evidence to prove the success of the technology. In the meantime, the insurance companies frequently refuse to cover such expensive treatment on the grounds that it has not yet been proven credible. 
Solution
In the field of terminal disease, much progress has been made towards researching and developing more advanced technologies for diagnosis and treatment. However, America’s inability to provide universal health insurance and care drastically reduces the possible benefits of these advancements by restricting their usage to the wealthier population. Because the federal government has decided to help fund medical research in fields such as cancer, it must be willing to continue if not increase this support and to direct more money towards making medical innovations available to the general public. One way would be to encourage venture capital firms to support companies researching medical advancements and more effective treatments for terminal diseases.
 In order to do so, Congress should give these money-seeking venture capitalist firms the incentive to invest in medical research for terminal diseases. Such motivation should be in the form of tax benefits for the venture capitalists. These firms would most likely respond well to government-issued tax reductions, which could, for example, subtract the amount of money that the firms annually invest in medical research companies from their tax liability. 









Many independently run companies rely on reimbursements from insurance companies who are often unwilling to cover expensive, though effective treatments. In addition, as a result of state-by-state policies, these companies face different financial barriers throughout the nation. Therefore, it is important that a nationwide policy be enacted regarding the coverage that insurance companies provide for the treatment of various terminal diseases to eliminate discrepancies among the states. According to Jay West, manager of imaging research at Accuray, “One of the company’s greatest issues is getting reimbursements especially with inconsistent statewide instead of nationwide policies.” He believes that although it would be “ideal to have a policy in favor of CyberKnife treatment,” he would be happy just to see national policy on reimbursements that would be consistent in every state. In addition, he and his company hope for a fast track for experimental treatments that have not yet been approved but have evidence showing potential benefit for the terminally ill. Furthermore, considering recent evidence of high profits for health insurance businesses, Congress could place a surcharge on insurance companies’ profits beyond a certain percentage to underwrite the costs of research and development for medical companies. 












In addition, awareness should be increased about equally serious but lesser known illnesses, and the funds dedicated to medical research and advancements in technology should be more evenly distributed among the different diseases. Treatment devices equal in effectiveness to the CyberKnife could be available to ALS patients were the funds sufficient to support research in this area. Perhaps a small percentage of the money set aside for cancer research could be redirected towards research for other terminal diseases such as ALS. It is time to address the increasing need of the terminally ill regardless of the patients’ race, financial situation or specific illness by making technologically advanced devices more available and affordable.

_________________________________________


 “Venture Capital, ‘09: Health Care Got Big Piece of Smaller Pie” (http://blogs.wsj.com/health/2010/01/22/venture-capital-09-health-care-got-big-piece-of-smaller-pie/tab/article/)
Legislation to Promote a Computer-Based Patient Data Medical System 
Simone Seiver
Background

When Harry S. Truman declared to Congress "[that] the health of American children, like their education, should be recognized as a definite public responsibility,"
 an enduring political and social debate was sparked. Health care reform has periodically dominated the talk of politicians for over sixty years, with media outlets and the general public conversing on the matter as well. Yet, minimal progress has been made in enabling our country with a competent health care system since the 33rd President of The United States uttered those radical words. Recent measures have been taken to provide simple, complete, attainable health care to our nation through the pressing of the issue in Congress. Congresswoman Anna Eshoo has precipitated legislation for the advancement of medical data systems by actively serving as co-chairwoman of the Congressional Medical Technology Caucus. Congresswoman Eshoo helped write the language for the American Reinvestment and Recovery Act that allocated nineteen million dollars to health database systems.
 Also, Congresswoman Eshoo has supported the many medical technology businesses in her district including iMetrikus, a private company dedicated to the creation of internet-based remote health monitoring systems.
 Today, we see new challenges posed to the national health insurance plan offered by our nation’s government. One must consider the private sector's participation in such a program, while also addressing affordability and access factors. Yet, the most notable modern caveat of health care is how patients' medical records and information will be stored in a nationwide, electronic fashion. Since July 2009, health care reform has been a central issue of discussion in both the House of Representatives and the Senate. The Patient Protection and Affordable Care Act (H.R.3590) was signed into law by President Barack Obama on March 23, 2010.
 Through a bipartisan effort in the House of Representatives, a portion of the new health care reform is devoted to outlining a new computer-based records keeping system dedicated entirely to patient medical information. This system would be a nation-wide standard used for every citizen of The United States seeking medical care. Doctors, nurses, and specialists would collaborate on one system. A patient would be able to access his or her medical histories, including prior tests and medications taken. Also, a patient could read care instructions and treatment recommendations from his or her care provider. In a modernized manner, such a unison effort on part of both patients and doctors would prove beneficial to the overall health of the patient. Yet, while being innovative and revolutionary, the system outlined in the newly-signed law is incomplete, ridden with problems needing solutions before such a system could ever be implemented in hospitals across the country.

Problems

The more universal access of an electronic system also brings about new, previously unseen issues involving minors. If and how a person under the age of eighteen can access his or her health records goes unresolved. It is realistic to assume that in this day and age, minors are more in control, or at least aware, of their medical situations. Correspondence between a teenager and his or her doctor, via email or other means of communication, is a likely circumstance. Necessitating these conversations to be recorded under a child's medical file would jeopardize confidentiality, yet a parent is ultimately responsible, both legally and financially, for a child's health care. The line between a minor's independence to contact a doctor privately and a parent's right to access his or her child's complete health care file is blurred with an electronic health records system. Other issues are present with an electronic medical database system. The sheer volume of confidential data such a proposed computer-based system would hold renders it incomparable to any other data system currently used in The United States. Social security numbers, financial information, and medical conditions of patients are all at risk to a network fail or a security breach.
 Another problem with the system lies with the accuracy of patient data. Recent research has shown that doctors, when updating patients' medical records on an electronic system, are more susceptible to "copying and pasting" information that is less specific to his or her patient
. Such could be an ironic, unintended consequence of computer-based data storage; less in quantity, more inaccurate in quality information being passed between medical professionals. In the same vein, concern arises from, if a patient is able to read what a doctor writes about his or her condition, will the doctor censor his writing for potentially embarrassing comments or words that could cause anxiety to the patient. Again, a threat of dishonest, inaccurate information is an imminent issue with an electronic medical system. Possibly the most damning problem with the system would be inconsistencies in the method of conveying a patient's information. With no set record compilation standard, a doctor from one hospital might struggle to interpret the notes of another doctor of another hospital whose method for conveying data differs entirely in form and substance.
 All in all, the various problems outlined above are detrimental to the production of a computer-based medical system, but nevertheless, are able to be fixed with comprehensive solutions.

Solution:


Often times, finding solutions to problems poses a greater challenge than the implementation of the solutions. Such is not the case with the computer-based medical system detailed in The Patient Protection and Affordable Care Act (H.R.3590). Solutions are intuitive and pragmatic, with execution being the tougher issue to tackle. Fixing these problems within the law will require amendments and bipartisan approval from Congress. Below are recommended solutions to the problems associated with the system:

1.) A minor's ability to contact his doctor or to view his health records needs to be established not by the government, but rather by a parent. Access to either should be prevented or allowed through the electronic system: a parent should be able to set any limitations once, and have them stand indefinitely. Allowing for individualized access provisions, as outlined by each family, will encourage efficient use of the system from all parties involved.

2.) In order to protect the medical database from viruses, security breaches, and network failures, a tiered security model need to be constructed
. Techniques that should be implemented and made required by law should include encryption of data, multiple passwords and questions to access personal information and to set up accounts, with physical security prominent with servers and networking cabinets. The most classified of personal information should be accessed only with biometric applications, including fingerprint recognition and retina matching.
 Possibly the most important of security measures that should be outlined by Congress would be a plan should a security breach occur. A formula for hospitals and patients to follow would prove beneficial should anything go wrong with the medical database. Combining logical, physical, and innovative security will keep the database functioning in a reliable and confidential manner.

3.) The goals of the system are counteracted when the information being transmitted by different parties is either incomplete or inaccurate. The most comprehensive management of such issue is two fold. To address doctors who might be updating patients' files with "standard" information, a person or committee should be put in charge of oversight and review of the doctors at each and every hospital across the country. Such would both encourage doctors to enter data specific and relevant to their patients, while also creating a new job sector within the medical field. Separate but not irrelevant is the issue of doctors inputing diluted data into the system with fear of concerning patients with bad diagnoses or embarrassing them with highly personal information. Such disconnect between reality and what other doctor's might see who access a patients file undermines the entire purpose of an electronic, easy-access system. A simple solution: allow doctors to allocate some data to be accessed only by certain parties, such as specialists or nurses. By giving doctors the rights to discern between information for patients and information for doctors, as well as creating a sort of "checks and balances" system within each grouping of doctors, the electronic database will be a successful renovation to current health care as seen in hospitals across the country.
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Mass Food Production 

Deborah Rod

Background
 
Technological advancements in our nation’s and state’s agricultural industry have allowed for a tremendous production of affordable, tasty food and tremendous profit for those who have a leading influence or power in this industry. However, the technology which allows the mass production of consumable items is, in most instances, hazardous to the environment, our health, and the ethical treatment of both the animals of consumption and the factory workers. 
Problem
The technology used in factories which mass-produce the foods available for consumption is both unsafe for the workers in the factories and inhumane in the treatment of the livestock up for slaughter. Mass slaughter houses have some of the most dangerous working conditions in the job industry. Factory workers are exposed to deadly bacteria which the animal might be carrying and also have fast paced work around dangerous machinery. Also, the technologies which provide such expedient production of foods emit tremendous amounts of greenhouse gasses, water contamination, and danger of being exposed to harmful bacteria resulting from the waste of industrialized livestock farms. Part of the problem also lies in the solution; to address the extreme amounts of harmful bacteria, many meat-production companies sterilize their meats with ammonia (Food Inc.). 
Solution
There are more traditional and safer means of ridding meat from disease. If the cattle in the factory farms were fed grass instead of corn for 5 days, then they would rid about 90 percent of the bacteria in their system (Food Inc.). Also, green technology has allowed the opportunity for the leaders of these corporations to reform both factory equipment and energy resources. The Farm Bill of 2008 provides grants, loans and other funding to act as a catalyst towards promoting alternative means of fuel. For example, the U.S. Department of Agriculture’s (USDA’s) Bio-energy Program (Sec. 9006 of P.L. 107-171)—whose funding expired in FY2006—provided direct incentives to expand actual production of bio-energy. Domestic bio-fuel, primarily corn-based, is largely used as an alternative to expensive petroleum. If this section were to be more widely advertised among the major food distributors, then their plants would be more environmentally ethical. Waste-water is another issue that has taken a high priority for companies to address; the technologies they have been using (that have proven effective in terms of environmental, worker and consumer friendly) are: switching from chemical peeling (for produce) to mechanical peeling, using low-flow/air injected faucets, installing automatic shut-off valves and using environmentally friendly raw materials(http://www.p2pays.org/ref/09/08853.htm#CLEAN). Having more factories apply these changes to their facilities will assure cleaner waste water and a happier environment. Incentive to begin the application of these changes can come from government support in additional grants and loans to factories that make the transition. A productive solution, as demonstrated by Sacred Heart Schools in San Mateo County, is having students take part in an organic garden. This school’s 10,000 sq-ft garden is maintained by students and feeds the school after being prepared in the cafeteria. This method is ultimately cheaper and more environmentally friendly than using pre-packaged school lunches. Having more schools start their own organic garden like Sacred Heart’s would eliminate the need to buy the mass-produced, unhealthy lunches which also lack proper nutritional value (www.shschools.org). If the organic garden of Sacred Heart can accommodate the student body and the faculty, a solution the state of California can adopt is a large-scale organic farming system. A large number of small farms which distribute fresh, organic foods locally will benefit the environment, local farmers (who desperately need the business these days), consumers, and generally everyone involved. The competition will be a small number of large factory farms where food items (including livestock) are produced in large quantities. These small farms can be arranged through farmers who have lost their jobs, mainly in the Central Valley where there is a land fertility crisis, and established in cultivated regions around (or outside of) California with government support since this is generally helping the state. With the application of these changes, it is ensured that nutritious food, which does not have a negative impact on the environment, can be distributed locally, state-wide and nationally. 
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Pesticides 
Chelsea Pettigrew

Pesticides emerged more than two thousand years ago with the use of sulfur dust in ancient Mesopotamia and have since developed into a major industry[i]. Unfortunately, technological advances have created the potential to reliably protect crops but risk wiping out entire species. Synthetic and chemical pesticides are proven to harm plants, animals, and humans. The movement toward less pesticide use, although small, has already begun in California; it is our duty as young adult citizens to protect our environment, our communities, and our health.




Pesticide use runs rampant not only throughout California and within the 14th Congressional District, but all over the world as well. Aerial pesticides have greatly damaged native plant life, previously endangered species, and caused more animals to appear on the endangered species list. Specifically, pesticide use in the Bay Area has forced the light brown apple moth onto the endangered species list [ii]. In an effort to wipe out the potentially dangerous moth, California’s state agriculture department planned to spray a pesticide known as “CheckMate” across three counties – this plan was met with great opposition [iii]. However, the plan was executed and within three months after the aerial spray, hundreds of people from Marin to Santa Cruz had filed complaints citing that since the spray they had experienced wheezing, coughing, sneezing, muscle aches, and head-aches [iv]. One family even reported that shortly after the spray their young child had it’s first asthma attack and blamed the pesticide[v]. State officials disputed the claims saying that the concentration of the pesticide alone was not high enough to cause such symptoms in humans however, they have also refused to rule out that the spray can have an effect on humans[vi]. Aerial pesticides harm not only animal and plant life but people within our community as well.







Fortunately, many new technologies have emerged in the past few years that can assist us in creating a more sustainable state. One of the most proactive changes that can be not only encouraged, but enforced, is the switch from chemical to plant-based pesticides[vii]. These pesticides cause no harm to the surrounding environment, animal species, or plant life. A recent development in controlling the brown apple moth is the induction of sterile species into our environment, a technique that is effective an harmless to plants, animals, and humans [viii]. Another, more new-age development in pesticides has occurred in Canada. In an effort to ward off pests while still being able to deem produce “organic,” Canadian scientist Murray Isman, Ph.D., and his team have made a breakthrough discovery in the pesticide field[ix]. The use of spices or essential oils as natural, and effective pesticides created a stir at the American Chemical Society’s 238th National Meeting – these “killer spices” have not only expanded the arsenal of organic growers in their efforts to combat pests but have many advantageous qualities as well[x]. “Killer spices” are readily available and do not require intense regulation and most importantly, insects are less prone to evolve with any sort of resistance. This switch from chemical to plant-based pesticides will not decrease effectiveness and is extremely economically friendly. In addition, with the help of California’s comprehensive pesticide use reporting program it is easy for the public to access information regarding local pesticide use. The lot of information available to the public also makes it easy for communities to create campaigns such as Stop the Spray, Californians for pesticide reform, and Sustainable San Mateo County. With grass-roots support it is possible for the 14th Congressional District to rally enough support to pass bills such as Assembly Member Swanson’s No. 1721, which increases the current restrictions placed on pesticide use near schools, or the Healthy Schools Act of 2010, which prohibits all public schools from using pesticides within school property boundaries[xi]. In addition, the Board proposes that efforts to increase public awareness be taken into consideration in order to help the people of the 14th Congressional District understand the severity of this problem. Through campaigns such as Stop the Spray, Californians for pesticide reform, and Sustainable San Mateo County we can incorporate awareness education into school classrooms particularly in classes that place a stress on environmental awareness and action. With Congresswoman Eshoo influence and community support behind this effort, we can ban the dangerous use of aerial and chemical pesticides in our area.
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Genetically Modified Crops 

Charlie Dulik
Background

The current population of the world is over six billion people, and that number is set to increase dramatically. Presently, about one sixth of the population of the world is undernourished, and unless a suitable food supply is found, the number of undernourished humans is going to proliferate as the population grows. Guaranteeing a satisfactory food supply for the rapidly increasing population is becoming a major issue, but genetically modified crops can serve as a solution to this issue. Quite simply, genetically modified crops (GM crops) are crops created for consumption whose characteristics have been altered using genetic engineering.iii,ix 





These plants can be altered to include favorable traits such as resistance to disease, herbicides and pests, and tolerance to cold, drought, and salinity, as well as increased nutritional content. iii With large agricultural and technological resources, both California and Santa Clara County could benefit largely from GM crops.

Problem

Unfortunately, there are quite a few downsides to GM crops. The problems with GM crops involve companies, the environment, and human health. The seeds of GM crops are expensive, as well as perishable, so farmers would have to buy new seeds each year, putting the companies in control of the food supply instead of the farmers which leads to farmer debt. v Such is seen in India. Seven years after Bt cotton (a type of GM crop) was approved, it became 80 percent of the total cotton acreage planted, leaving farmers with basically no alternative choices other than the company’s GM crop. v 
Although the initial purpose of GM crops was to decrease the amount of herbicide used, an increase in attacks by varied pests caused an increase in the amount of herbicide needed. v GM crops are also supposed to help eradicate famine, but by being so genetically similar, they destroy bio-diversity, and become susceptible to widespread crop failure. vi Many people are scared of GM crops for that reason - engineering a crop to resist specific threat leaves the crop vulnerable to other types of threats. 











Although the environmental safety of GM crops varies according to region, there are multiple environmental problems involving GM crops that could affect many areas. For example, GM crop potentially mixing the engineered genes into wild populations, contaminating all unchanged organisms could damage local ecology, causing many negative environmental changes. vii There is also the risk of hurting innocent organisms (e.g. killing harmless insects when pests are meant to be killed) as well as the threat of extinction for multiple species.viii Since the GM crops are so unnatural, the use of chemicals in the agriculture could create uncontrolled biological pollution. ix
There are several possible concerns with human health that stem from GM crops, including higher risk of toxicity and cancer.vii There is increased risk of allergenicity because of the transfer of genes from commonly allergenic foods. viii There is also further risk brought on by gene transfer from GM crops. If antibiotic resistance genes, used in creating GM crops, were to be transferred, the genes could possibly make people antibiotic resistant. viii The biggest risk though, is the movement of genes from GM plants into regular crops, as well as the mixing of seeds of regular plant with GM crop seeds. This risk was shown when traces of animal feed appeared in maize products for human consumption in the United States. viii The only reason  those risks really endanger any humans is that currently in the United States, there is no mandatory labeling of GM foods, so people do not know when they are at risk. viii
Solution


Despite many problems with genetically modified crops, Congress has yet to pass laws to manage them responsibly, because of the bad regulations concerning biotechnology. Federally, three agencies (the Department of Agriculture, the Environmental Protection Agency, and the Food and Drug Administration) attempt to regulate biotechnology using nine laws and regulations that do not address the modern problems of GM crops. 
The main problem with these regulations is that GM crops are treated like normal crops, so actions and bills to make GM crops safer seem radical and unnecessary.













Because federal government is not acting properly, local governments have made tough decisions on GM crops. Select counties in California (Mendocino, Trinity, and Marin) voted to ban all genetically modified organisms, whereas in states like Iowa, House File 642 was passed to ban local governmental from creating legislation relating to any agricultural seed.




The middle ground between those two opinions is three bills that were introduced into the U.S. House of Representatives in 2008 by Congressman Dennis Kucinich (D-OH). Those three bills never became law, but are the necessary measures to meet all of the problems with GM crops.
 

The three bills are H.R. 6636, The Genetically Engineered Food Right to Know Act, H.R. 6635, The Genetically Engineered Safety Act, and H.R. 6637, The Genetically Engineered Farmer Protection Act. xii Each bill amends one of the nine current laws and regulations. xii H.R. 6636, The Genetically Engineered Food Right to Know Act, requires labeling of all foods that contain or are produced with genetically modified material. xii H.R. 6635, The Genetically Engineered Safety Act, requires that genetically engineered foods follow a safety review to prevent contamination, and that the FDA screen all genetically engineered foods to ensure they are safe for human consumption. xii H.R. 6637, The Genetically Engineered Farmer Protection Act, places liability from the impacts of genetically engineered crops on the biotechnology companies that created the GM crops, and protects farmers from industry take-over. xii 











Overall, these measures are completely necessary to assure safety with the use of these potentially dangerous crops, and if these measures are enacted, California and Santa Clara County’s industry could rise while world hunger could regress.
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CONCLUSION

David Harris, Vice Chair of the Board

Technology has defined our generation; we are the first to never know life without the Internet. And the California 14th has been the epicenter of technological growth – we’re known as the Silicon Valley for a reason.

It was the mission of this student advisory board to produce a report that synthesizes youth and local perspectives presented with other research to arrive at relevant recommendations. This report offers research gathered from a breadth of sources, ranging from the Congressional Research Service to primary interviews. One student explains how her school has successfully integrated cutting-edge technology in her classrooms. Another student comments on theoretical technology to curb the effects of climate change. This paper is diverse, but throughout we’ve considered where Congresswoman Eshoo has the greatest influence, and how she can make our ideas about how to keep American technology innovative and competitive a reality.

This is the work of a bright, ambitious group of students all hoping to improve our country. We sincerely appreciate Congresswoman Eshoo for giving us the ability to be involved with government so directly at such a young age.
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